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Abstract: Wireless networks with no infrastructure arise as a result of multiple
wireless devices working together. The Mobile Ad hoc Network (MANET) is a
system for connecting independently located Mobile Nodes (MNs) via wireless
links. A MANET is self-configuring in telecommunications, while MN produces
non-infrastructure networks that are entirely decentralized. Both the MAC and
routing layers of MANETs take into account issues related to Quality of Service
(QoS). When culling a line of optical discernment communication, MANET can
be an effective and cost-saving route cull option. To maintain QoS, however,
more or fewer challenges must be overcome. This paper proposes a Fuzzy Logic
Control (FLC) methodology for specifying a probabilistic QoS guaranteed for
MANETs. The framework uses network node mobility to establish the probabil-
istic quality of service. Fuzzy Logic (FL) implementations were added to Network
Simulator-3 (NS-3) and used with the proposed FLC framework for simulation.
Researchers have found that for a given node’s mobility, the path’s bandwidth
decreases with time, hop count, and radius. It is resolutely based on this fuzzy rule
that the priority index for a packet is determined. Also, by avoiding sending pack-
ets (PKT) out of source networks when there are no beneficial routes, bandwidth
is not wasted. The FLC outperforms the scheduling methods with a wide range of
results. To improve QoS within MANETs, it is therefore recommended that FLC
is used to synchronize packets. Thus, using these performance metrics, the QoS-
responsible routing can opt for more stable paths. Based on network simulation, it
is evident that incorporating QoS into routing protocols is meant to improve traf-
fic performance, in particular authentic-time traffic.
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1 Introduction

For defining an ad hoc network as a collection of wireless MNs established without any centralised
administration support service, a MANET consists of ephemeral networks that are managed by the users

This work is licensed under a Creative Commons Attribution 4.0 International License, which
permits unrestricted use, distribution, and reproduction in any medium, provided the original
work is properly cited.

Intelligent Automation & Soft Computing
DOI: 10.32604/iasc.2023.030948

Article

echT PressScience

mailto:vargheesephd2022@gmail.com
http://dx.doi.org/10.32604/iasc.2023.030948
http://dx.doi.org/10.32604/iasc.2023.030948


themselves. The impact of increased user mobility, combined with improvements in wireless connectivity
and portable computing, expands this class of self-organizing, highly available networks to
ubiquitousness. Instant network infrastructure, for example, will enable ecumenical access to wired
networks from any place, as well as military smart communications and access to wired networks/mobile
Access Point (AP) for commercial and military use. The importance of this network model increases as
time is delayed. With MANETs, you can create and connect networks on the fly, at any time and from
anywhere, pretty much for any application, abstracting infrastructure constraints. Several routing
protocols have been developed to reveal and maintain routes for MANETs due to their popularity. As a
rule, best-effort transmissions don’t offer any guarantee of transmission quality. The Zone Routing
Protocol (ZRP), Dynamic Source Routing (DSR), Ad hoc On-Demand Vector (AODV), and the
Optimized Link State Routing Protocol (OLSR) are some of the most well-known routes. Routing layer
QoS is assured based on Packet Delivery Ratio (PDR) and End-to-End Delay (EED) [1–3]. Ad hoc
networks must also integrate QoS models as more authentic-time applications are deployed on them. A
popular MAC layer solution is IEEE 802.11. In the MAC layer, determining priority among users is a
sultry IEEE 802.11e topic. MAC layer priority assignment is a touchy subject in IEEE 802.11e.

In addition to application services, network requirements are determined by end-user requirements. QoS
is typically defined as the service requirements the network-based destination node (DestN) must meet when
conveying a packet stream from a source node (SrcN) to its DestN. According to the network performance
specifications, end-to-end service features should include a set of quantifiable attributes, such as capacity,
Packet Loss Ratio (PLR), EED, etc. Energy Consumption (EC) is another QoS attribute specific to
MANETs. Routing algorithms that use Artificial Intelligence (AI) and FL are currently being researched
to address the challenges mentioned above in MANETs. AI entails the engendering of perspicacious
systems that are environmentally conscious and take actions that increase their chances of prosperity. As
MANETs become more common and the number of users increases, the QoS quandary becomes a good
user for Fuzzy and AI-predicated solutions, particularly in the routing process. The main focus of this
proposed study is on the design and implementation of FLC in MANETs to ameliorate QoS. The Fuzzy
Membership Function (FMF) and FL rules are used by the FL to build MANETs have better Quality of
Service [4,5].

In general, QoS has nothing to do with a dedicated network layer and instead necessitates collaborative
efforts from all layers. QoS-Models, QoS-MAC, QoS-Routing, and QoS-Resource reservation signalling are
all major QoS components in the MANET domain. A QoS model describes the overall QoS goals and
architecture for a given application or service. Link capacity, latency, link utilization percentage, Network
Throughput (NT), bandwidth, and EC are examples of these objectives. When it comes to transmission
control protocol, scheduling, and resource reservation, QoS signalling includes it all along the route
represented by QoS/other network topologies. To provide the required QoS, both QoS routing and QoS
signalling collaborate with the QoS-MAC protocol. This research paper aims to develop frameworks for
QoS-predicated routing to utilize it when eliminating routing paths for traffic during an application
communication session. An examination is carried out of how QoS can be implemented categorically at
the network layer in ad hoc networks. A comparison is made of the most widely used MAC and routing
layer solutions in MANETs. There are several methods for calculating QoS metrics that have been
discussed. To visually perceive how a concrete QoS vigilant routing protocol performs, simulations are
set-up utilizing NS-3. QoS is implemented on the DSR protocol in the simulations, with data rate serving
as the QoS requisite metric. Comparisons are made between the DSR and QoS-DSR routing protocols.
By running NS-3 [6], it is possible to optically discern how much amendment this QoS-DSR protocol
can achieve, as well as what types of scenarios can benefit from it. This paper is beneficial to those who
propose researching QoS aware routing protocols in MANET.
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Furthermore, the reader has gained a clear understanding of how a MANET system operates from both
the theoretical and NS-3 components. The main goal of this paper is to design and analyze an FLC-predicated
packet scheduling system for use in MANETs routing to amend QoS. The framework is not dependent on the
MANET routing algorithm. It provides decision parameters for routing algorithms predicated on a rigorous
understanding of the mobility behaviour of astronomically immense ad hoc networks, as well as a general
understanding of the capacity and QoS distributed by a MANET [7]. For example, the transmission rate
that an ad hoc network can only provide to two arbitrary communicating MNs over a specified time
period is defined by the random variable of distance availability for each MN over that time period.

2 Related Works

In recent years, various trust-predicated models have been identified in MANETs in order to enhance
their security and to authorize Sensor Nodes (SN) to evaluate the comportment of their neighboring SN
directly or indirectly. The traditional trust model works by prognosticating SN’s trustworthiness and
quantifying it by utilizing an evaluation metric. However, due to its truculent dynamic deportment in a
categorical environment, the evaluation metric used is a simple measure that does not adjust to evaluate
the trustworthiness of SN. As a result, a variety of metrics are acclimated to assess the trustworthiness of
SN. However, this remains a conundrum due to the utilization of a categorical metric such as link quality,
SN selfishness, varying infrastructure, inhibited resources, malevolent intent, and SN failure; this remains.
Due to prodigiously strepitous and overstated quantifications, utilizing these metrics to quantify the
trustworthiness of SN makes the quantification arduous [8–10].

In MANET, the author proposed a network architecture to fortify QoS. This led to the suggestion of a
method for estimating available resources predicated on the diligent ratio of the shared communication
channel. The QOLSR protocol integrates QoS parameters into the OLSR protocol. The author discussed
some of the issues that may arise when providing QoS to mobile nodes in MANETs, as well as solutions
for dealing with them, such as dynamic topologies that change perpetually and capriciously. It gave a
comprehensive overview of QoS routing metrics, resources, and performance-affecting factors, as well as
their interactions with the MAC protocol [11–15]. CH. The author discusses the difficulties and solutions
for QoS vigilant routing techniques. It examines the strengths, impuissance’s, and applicability of
subsisting QoS routing protocols in depth. To fortify throughput and delay-sensitive authentic-time
applications in these networks, a route stability-predicated multipath QoS routing protocol for MANET
was presented.

The geographic location information of neighbours has been used to eliminate and sort candidate set
nodes due to the widespread use of Global Positioning Systems (GPS) [16–20]. As a result, based on the
Distance Progress (DP), the forwarder node calculates the distance as the Euclidean distance between
potential candidate nodes and the given Dest; the node closest to the Dest’s geographic location has a
higher priority to become the possible future next-hop forwarder. SrcN can determine the distance
between each potential candidate node and the Dest using the DP metric. Expected Distance Progress
(EDP) improved DP’s performance by considering the link distribution probability between the current
custodian node and the candidate nodes. When the link distribution probability ratio is low, culling the
most proximate nodes to the Dest is not always the best option. Multiple re-transmissions of the same
data packet will be repeatedly tried until one of the candidate nodes acknowledges it. It is possible to
reduce the number of packet re-transmissions by avoiding untrusted candidate nodes using EDPs. This
can potentially reduce unreliable nodes based on PDR likelihood of occurrence significantly.

The author proposed a cross-layer scheme that links the physical and MAC layers to control packets
(Request to Send (RTS)/Clear To Send (CTS)) to optimize power consumption [21–25]. When the
transmitter detects an RTS failure, the minimum transmitting power is transmuted. The goal of this work
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is to abbreviate EC while amending QoS. The author presented a cross-layer scheme for efficient frequency
culling. Radio resource allocation can be estimated by utilizing channel modeling. A node culls a channel to
transmit data predicated on the frequency of the channel, the path loss, the channel gain, and the PDF of each
flow. This method ameliorates the NT while lowering the EED for video transmission. The author proposed
an FLC to amend MANETAODV performance. The antecedent variables in the FLC of interfaces were NT,
normalized routing load, the data packet received, and EED, with packet size as the consequent variable. An
incipient model for calculating QoS was proposed that considered the Stable Energy Vigilant Ad hoc Routing
Protocol [26–28].

3 Proposed Methodology

3.1 A Layered View of Quality of Service

The faculty of a network to provide a categorical QoS is tenacious by the network’s intrinsic properties,
which span all layers of the network. Transmutations in transmission quality should be handled by the
physical layer, which could include adaptively incrementing/decrementing transmission puissance.
Similarly, the link-layer should respond to transmutations in link error rate by employing the automatic
reiterate-request (REQ) technique, for example. At the network layer, QoS-Routing and QoS-Signaling
are hoping for routes with enough resource management and distribution and giving up bandwidth to and
from other paths [29–35]. QoS-adaptation efficiently and successfully obnubilates all ecological
environments from multimedia applications’ awareness. It also provides an interface for applications to
complete their requirements, and it is in charge of dynamically adapting to QoS changes for a discrete
flow based on these demands. This article does not detail MAC/physical layer issues, instead of fixating
on the issue of end-to-end QoS control over IP, categorically QoS-Signaling (Fig. 1).

3.2 Routing and Network Model Problems

Weighted Digraph (WDg) = (SN, R), where SN stands for the group of nodes and R stands for the range of
communication links that connect the nodes. The variables SN and R denote the network’s nodes and links,
respectively. WDG = (SN, R) is about QoS-forced multicast routing from a SrcN to multiple DestNs. In this

Figure 1: End-to-End QoS-signaling

3482 IASC, 2023, vol.35, no.3



case, given a Non-Empty Set (NES): (SrcN, DestN-1, DestN-2,… DestN-m) NES, s is the source,
DestN = DestN-1, DestN-2,… DestN is a set of DestNs. Multicast Tree (MT) = (NT, ET ), where NT⊆N,
ET⊆E, if C(T) is the cost of Tree (T), Path Tree (PT) = (Src, Dest) is the path from SrcN to DestN,
DestN∈Dest in T, DT(SrcN, DestN) and BT (SrcN, DestN) are the EED and usable Network Bandwidth
(NB) of PT (Src, Dest).

Definition 1. The Routing cost of MT is, Eq. (1)

CostðTreeÞ ¼
X

e2ETree

CostðeÞ; e 2 ETree (1)

Definition 2. The NB and EED route of MT is the value of link NB and EED in the path from SrcN ‘s’ to
each DestN∈Dest. i.e., Eqs. (2) and (3)

NBTreeðSrc;DestÞ ¼ MINðNBðeÞ; e 2 ETreeÞ (2)

DestNTðSrc;DestÞ ¼ MAX ð
X

e2PathTreeðSrc;DestÞ
;DestN ;DestðeÞ;DestN 2 DestN Þ (3)

Definition 3. Given a multicast REQ and a minimum Network Bandwidth (NB) restriction of B and a
maximum EED limitation of D, the problem of NB and EED constrained multicast routing is to identify an
MT that fulfils the following: NBT(SrcN, DestN) ≥ B, u∈U. (2) EEDT(SrcN, DestN) ≤ D, u∈U. Suppose S (R)
is the set, and S(R) satisfies the conditions above; then, the MT which we find is Eq. (4)

CostðTreeÞ ¼ MINðCostðTreeSN Þ; TreeSN 2 SðRÞ (4)

3.3 Node Mobility Model

This paper proposes a mobility model based on random walks for arbitrary MANETs. This model
describes a mobile user, especially for large MANETs where maintaining detailed mobility models for
each user is unreasonable [36–43]. This model characterizes 3D user mobility models based on random
walk dynamics based on continuous-time stochastic processes. As n, m, tt0, let us define Pkm, n(t0+t) as
the path availability between two MN. This provides the probability of paths being available. X, Y (t) can
be expressed as the following probability expression, Eq. (5)

x
y z

ðTimeÞ � PathðPathxy z ðTime0 þ TimeÞ ¼ 1j x
y z

¼ 1Þ (5)

According to the Random Mobility Model (RMM), each node moves in a constant direction at a
constant speed during a sequence of random length intervals called mobility epochs. Each epoch has a
different node velocity. Each epoch I is defined by a maximum distance and an angle ‘n’ for a node ‘n’,
where ‘Vi’ determines the speed during the ith epoch, and ‘Ti’ denotes the epoch’s length of time. The
discrete random process ‘Nn(t)’ represents the number of epochs in an interval of length ‘t’. The mobility
profile of a node ‘n’ moving according to the RMM requires three parameters: λn, µn, and σn. Based on
assumptions made in the RMM, this list defines these parameters. In this example, the epoch length is
Identically and Independently Distributed (I-ID) exponentially with a mean of 1/λn. For each epoch, the
speed varies according to an I-ID distributed random variable with variance σ2 and a mean of ‘µn’.
Only for the timeframe of the epoch does this speed remain fixed. Epoch length, speed, and direction
are uncorrelated. Links to a network fail independently of each other based on NM. During an epoch,
the NM direction is uniformly distributed over (0, 2π) and remains constant only during the epoch. The
arbitrary mobility vector Ri signifies the direction and distance that node ‘n’ flows during mobility
epoch ‘i’. It has a magnitude of Rn(T), which proves the average distance during the epoch, and a
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transitional period i’ indicates the direction taken by node n during epoch i. The RMM vector of node ‘n’ is
given by Eq. (6)

:
Rn

ðTimeÞ ¼
Xi¼NðtÞ

i¼1

Rn (6)

RMM of each user.

The magnitude of the RMM vector within ‘t’ Sec. is estimated Rayleigh distributed with parameters as
described in the following for an NM with mobility profile (λn, µn, σ

2) and phase angle ‘θn’ uniformly
distributed over (0, 2π) as mentioned above, Eq. (7)

an ¼ 2Time

kn
a2n þ l2n
� �

(7)

Based on the theory of uniform random phasors as well, Eq. (8)

PRðhNode; φÞ 12 φ 0�f�2p
� �

PRðRNodeðTimeÞ � rÞ � 1� e
�r2

aNode
½0�r�1�

(8)

We also define the joint NM vector Rmn(t), which represents the equivalent RMM vector of node ‘m’
concerning node ‘n’. For two MN ‘m, n’ moving with RMM profiles (ßm,µm,σ

2) and (ßn, µn, σ2),
respectively, Eq. (9).

Rx;yðTimeÞ ¼ RxðTimeÞ � RyðTimeÞ (9)

which has magnitude Rmn distributed with parameter (t), which is Rayleigh αmn = α m + αn, and the phase
is distributed uniformly over (0, 2π).

3.4 Fuzzy Logic Controller (FLC)

The FLC system is a rule-predicated system in which a set of Fuzzy Logic Rules (FLR) is implemented
as a control decision mechanism for adjusting the effects of specific system causes. The goal of an FLC
system is to supplement or supersede an adroit human operator with an FLR-predicated system. An
inference engine equipped FLC system is an FLR-predicated system in which a set of soil-disant FLR
represents a control decision mechanism to adjust the effects of specific causes that emanate from the
system, predicated on the current state of the system. The goal of an FLC system is to supplement or
supersede an adroit human operator with an FLR-predicated system. Precisely, an equipped Fuzzy
Inference Engine (FIE) is predicated on the current state of the system. There are two types of FLCs in
general. The feedback controller, for example, is unsuitable for high-speed communication networks. The
output of the FLC in Fig. 2 is utilized to tune the parameters of the controlled system predicated on its
current state. This type of control isn’t the same as traditional feedback control, and it’s called adaptive
control. Src_PDR, Packet QoS Type (PQT), Queue Length (QL), and Packet Expiry Time (PET) are the
four proposed inputs. Fuzzy Priority Control (FPC) engenders a Priority Index (PI) value between 0 and
1. A packet with a low PI value needs to be scheduled with a high priority. A packet with a high PI value
should be scheduled with a low priority. Low (L), Medium (M), and High (H) are the linguistic terms for
the input variables (H). Very Low (VL), Low (L), Medium (M), High (H), and Very High (VH) are the
linguistic terms associated with the output variable (VH). These variables are represented by utilizing
Gaussian Membership Functions (GMF). Fig. 3 depicts the Fuzzy Inference System (FIS) that results.
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Forward packet (FWPkt) and rearward packet (BWPkt) are acclimated to engender incipient routes
(BWPkt). Incipient routes are engendered during the route revelation process. The sender broadcasts an
FWPkt, which is then relayed by the sender’s neighbors. When the FWPkt reaches the Dest_node, it
extracts and deletes the cumulative information. Then, it creates a BWPkt that follows the FWPkt’s path
but in the opposite direction (Tab. 1).

Tab. 2 shows the corresponding FLR table.

In this case, GMF is utilized. GMF has the advantage of being smooth and perpetually differentiable
from FL model hypersurfaces. They additionally make the theoretical analysis of FL systems more facile
because they have derivatives of any grade.

Figure 2: Overview of FLC

Figure 3: Function of FLC inference

Table 1: Routing process data packets

Routing process Node source address Node destination address Node sequence order

FWPkt Hop Count QoS Parameters Neighbourhood Node

BWPkt QoS Parameters Neighbourhood Node –
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As shown in Fig. 4, the PQL input variable is divided into three categories: L, M, and H-FMF. A packet
with a long length in a queue should be given higher priority. As shown in Fig. 5, the RET input variable is
divided into three categories: L, M, and H-FMF. A packet with a concise Time To Live (TTL) should be
prioritized for transmission.

As shown in Fig. 6, the normalized transmission data rate input variable is resolved into L, M, and H-
FMF. As shown in Fig. 7, the type of accommodation input variable is divided into three categories: L, M,
and H-FMF. Data packets are prioritized last. Applications that require expeditious transmission, such as
Voice over Internet Protocol (VoIP), are given higher priority.

Table 2: FIS rules

Data rate (Mpbs) Low Medium High

Low Route Expiry Time

L M M L

M L L L

H M L L

Medium Route Expiry Time

L L L VL

M VL VL VL

H L VL VL

High Route Expiry Time

L VL VL EL

M EL EL EL

H VL EL EL

Figure 4: PQL
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Figure 5: RET

Figure 6: Data transmission time

Figure 7: QoS type
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3.4.1 Path Selection Algorithm
Step 1. To join or send messages to the Multicast Group (MG), the node determines the available routes

and then GOTO Step 10.

Step 2. Otherwise, send the RREQ to join message via Intermediate Nodes (IM).

Step 3. A Route Request (RREQ) is a rebroadcast to its neighbours if the intermediate node is not a
member of that group or does not have a path to that group.

Step 4. In setting up reverse route pointers in their route tables

Step 5.A node may respond to an RREQ-Join for an MG if it is a member whose MG recorded sequence
number is equal to or greater than the RREQ. The reply node updates its multicast route tables.

Step 6.When the route cache is updated, it includes data about the RREP, the previous-hop node, power
consumption, link reliability, and available NB.

Step 7. It is common for ‘S’ to receive more than one reply to an RREQ. Using RREP data, ‘S’
determines path stability and NB.

Step 8. Inputs for the FLC system are computed by ‘S’ in Step 8. The SRC chooses a route with high link
stability and NB value. This optimal route is used for data transmission between NodeSrc and NodeDest. A
route with high link stability and NB value is chosen by the Src. This optimal route is used for data
transmission between NodeSrc and NodeDest.

Step 9. The path available in the route cache is considered for data transmission.

3.4.2 Algorithm of Fuzzification
Step 1. If NB = low, and Route Stability (RS) = low Then; Optimal Path (OP) = low

Step 2. If NB = low and, RS = medium Then; OP = low

Step 3. If NB = low and, RS = high Then; OP = low

Step 4. If NB = medium and, RS = low Then; OP = medium

Step 5. If NB = medium and, RS = medium Then; OP = very medium

Step 6. If NB = medium and, RS = high Then; OP = high

Step 7. If NB = high and, RS = low Then; OP = high

Step 8. If NB = high and, RS = medium Then; OP = high

Step 9. If NB = high and, RS = high Then; OP = very high

3.4.3 Algorithm for Packet Delivery Ratio (PDR) using FLC
Step 1. If EED = low, and PLR = low Then; Result = very high

Step 2. If EED = low, and PLR = medium Then Result = high

Step 3. If EED = low, and PLR = high Then Result = low

Step 4. If EED = medium, and PLR = low Then Result = medium

Typical surface views are as shown in Figs. 8–10.
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Figure 8: PI-FMF

Figure 9: Simulation view of Data Rate vs. RET

Figure 10: Simulation of Data Rate vs. PQL
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4 Simulation Environment

The NS-3 setup on a PC runs on Microsoft Windows 10 operating system. The Random Access
Recollection (RAM) is 8 GB on this computer. The following are the simulation parameters utilized in
NS-3 during the ad hoc network simulation. The radio propagation model is two ray ground, and the
channel type is wireless. As in IEEE 802.11, the RTS/CTS mechanism is utilised with a MAC layer
predicated on Carrier-Sense Multiple Access with Collision Avoidance (CSMA/CA) as in IEEE 802.11.
The physical layer data rate is 11 Mbps. The queue is a drop-tail with a maximum QL of 50. The
transmission range is 250 m, and the carrier sensing range is 550 m. The AODV and QoS-DSR are two
routing protocols. Tab. 3 shows the simulation parameters that, unless they say otherwise, are used as
default values. The maximum PDR of a single channel is investigated in this study by utilizing a simple
scenario of two MN. Node_0 and Node_1 are within the transmission range of each other. The traffic
data rate between Node_0 and Node_1 is 10 Mbps for 2 Sec. with the above NS-3. Every 0.2 Sec., the
data rate is quantified. This simulation’s maximum NT is approximately 3.55 Mbps. The maximum NT
should be multiplied by (1+0.4). The MAC layer overheads consume 40% of the maximum NT data rate.
The maximum PDR, as a result, is around 5 Mbps. The simulations are primarily intended to determine
the viability of the developed FL-predicated packet scheduler. MN are programmed to move in an
arbitrary order. Attribute configuration, profile configuration, and application definition are used to
configure 6 MNs. Within the confines of the area, each node is set to move at a random speed of 5 ms.
The data rate is set to 2 Mbps. The threshold for transmitting power is set to 0.005 watts. The reception
of packets at –95 dB is the puissance threshold. The packets are routed by utilizing DSR.

Because of their mobility, DSR is ideal for MANETs. The MN routing tables change as the MN moves.
This necessitates the utilization of a reactive routing protocol, also known as on-demand routing. If a node
wants to send a packet to another node in this protocol, DSR searches for the route on-demand and
establishes a connection. Route revelation is accomplished by flooding the route REQ across the network.
As MN kinetically circulates, the discovered route is not preserved in the routing table.

4.1 Test Case

With the following simple test case, the author would relish demonstrating the distinctions between the
DSR and QoS-DSR routing protocols during transmission. The network consists of four MNs, and the
topology is a grid, as shown in Fig. 11. According to the scenario, the two pairs do not interfere with
each other at the commencement of the MN transmission. Node_3 moves at a speed of 10 ms in the
direction of Node_1 at Node_8 sec. The distance between Node_1 and Node_3 decreases over time, and
at time 13 Sec., these two MN are in each other’s carrier sensing range, implicatively insinuating that
they share the same channel. The channel’s maximum bandwidth is around 3.64 Mbps. What would be
the deportment of the route protocol now? When Node_3 is in the interference range of Node_1, traffic is
maintained in DSR, where there is no QoS requisite, and some packets are disoriented during

Table 3: Simulation setup

Parameters Values Parameters Values

No. of nodes 500 Mobility Model RWP

Simulation area 1000 m � 1000 m NB 10 mbps

Data transmission distance 250 m Data Link Delay 10 ms–100 ms

Average node level 1–5 Payload 1 GBPS

Node speed 10 ms Node Interval 10 Sec
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transmission, whereas in QoS-DSR, the QoS is ensured that some packets are disoriented during
transmission. When the promised data rate is no longer met, Node_3’s traffic is immediately terminated.
We can discern from this example that the QoS-DSR performed its function of ascertaining QoS during
the route revelation stage and, withal, during transmission. When the QoS is not met, the traffic is terminated.

4.2 Network Throughput Rate

The maximum NT obtained by utilizing the method described above is not the maximum NT that a
single channel could achieve. Multiple MN in the same carrier sensing range shares the same NT in
wireless networks. Because of the desultoriness of the CSMA/CA mechanism, if MN wants to transmit
on the same shared communication channel concurrently, the aggregated NT improves. As a result, the
total NT should ascend marginally due to less time utilized with everyone backing off. 5.1 Mbps is
felicitous for use. According to the explications, there is a maximum PDR for network traffic flow with
the multi-hop counts of the MN. Fig. 12 depicts the communication between maximum PDR and the
number of hops in a data flow in NS-3, with a maximum NT of about 3.64 Mbps in the application layer.
We can discern from this diagram that when a network traffic flow’s destination is only 1-hop away from
the receiver, the data rate can reach 3.64 Mbps. When the hop counts from 1 to 4, the improved PDR of a
single flow decreases as the hop count increases. When the multi-hop count for a flow exceeds 4,
regardless of contention counts, the data rate is constrained to 0.728572 Mbps.

Figure 11: Test case network topology

Figure 12: Higher NT with hop counts
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4.3 Result Analysis for Recommended Model

The recommended model provides a robust infrastructure for prognosticating the MANET’s NB
distributable. We considered a network with a fictitious link capacity above the limit of 10 kbps.
Similarly, the network’s MAC layer protocol could be set to 2 Mbps utilizing the IEEE
802.11 designation. The NB that the network can distribute to a node transmitting to another arbitrary
node 4-hops away, with each node moving at a mean haste of 2.5 kph, is shown in Fig. 13. The results
are plotted for NM’s sundry efficacious transmission ranges. The distributed NB that can be assured
within a time interval ‘t’ ranging from 0 to 35 min decreases expeditiously as ‘t’ increases. Intuitively,
this should be the case, as the Link Failures (LF) rate due to NM increases over time. In integration, as
the efficacious transmission radius shrinks, the rate of LF increases. Since a node located RWM within a
cell would have to peregrinate a shorter distance before encountering an LF, this is the case. This is
because it crosses the cell boundary. As a result, shorter transmission intervals can sustain a link for a
brief time before performing poorly. This is because MN would quickly and significantly widen their
effective transmission radius of curvature, which would make them more effective.

When the effective transmission radius is set to 1250 m, which is a sensible range for a moderate-power
radio frequency transmitting contrivance, the following Fig. 14 illustrates the probabilistic NB distributed
over time. The arbitrary MN is separated by four hops and moves at speeds ranging from 3.5 kph to 5.5
kph. It can be visually perceived that as speed increases, the probabilistic NB decreases. This is due to
the shorter time a node spends in a cell due to more expeditious speeds before leaving the cell and
entering the LF. As a result, when MN’s mean celerity is low, the system becomes more stable. Fig. 15
shows how probabilistic NB varies with the number of hops in the communication path. The higher the
number of hops in a path, the more likely one will fail, so paths with more hops will have a lower
aggregate NB. In addition, it’s important to note that higher hop methods use up more bandwidth faster
and more efficiently; more hops mean there’s a higher chance that one person won’t accept in a certain
amount of time.

When the MAC protocol is utilized for vigorous mobility (Fig. 16), we visually perceive a degradation
of the NT and EED parameters, which are more consequential than when the NM protocol is utilized for
impotent NM because of the brake connectivity increases and the link stability becomes more
consequential. We did the same thing we did before to figure out what caused this degradation, and we
found that the causes are the same as those in the case of the impudent NM. When the network has an

Figure 13: Delivery of NB vs. route REQ
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impotent NM (MN with low speeds), it has a high stability calibre; LF is less mundane than when the NM is
high. As a result, the fraction of data loss is lower when the MN moves gradually and increases as its NM
increases. In this case (impotent NM), we found that our solution IB-MAC significantly ameliorated the NT
and EED parameters when compared to the first case, which utilized the MAC protocol. The NT and EED
parameters were ameliorated (MAC-LDA, MAC-WCCP). Based on these research findings, we can say that
the IB-MAC solution improves TCP performance even in RWM topologies where the MN is moving around
(Fig. 17).

5 Performance Measures

Performance is calculated utilizing the following metrics: The MANET domain was recommended as a
method to test routing protocols, and these performance measures were based on them.

Figure 14: Probability of NB vs. node speed

Figure 15: Probability of NB vs. hope counts

IASC, 2023, vol.35, no.3 3493



5.1 Packet Delivery Ratio

The PDR is the proportion of data packets distributed to destinations that are expected to be delivered.
This figure denotes how efficaciously the protocol distributes packets to the application layer. PDR is a
suitable designator of algorithm performance because it signifies that most data packets are distributed to
the higher layers. A stable and prosperous route REQ is the path the algorithm measures and sets up that
meets the EED and NB limits. The number of REQ discovered connections to destinations is divided by
the number of routed connection requests. This number represents the algorithm’s efficiency.

5.2 Average End-to-End Delay

This is the EED that packets go through, peregrinating from Src to Dest. During a simulation run, the
average EED is calculated as the ratio of total EEDs to the total number of packets prosperously distributed to
the DestN. A high EED result means that the network is overloaded and has a bad routing algorithm.

Figure 16: NT vs. node mobility

Figure 17: EED vs. node mobility
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5.3 Maximum Node Mobility Ratio

The data rate is set to 1200 kbps in the following simulations. To test the behaviour of the AODV and
QAODV in a relatively high NM, the maximum node moving haste is incremented. The maximum NM
varies between 1 ms and 20 ms. It’s worth noting that 20 ms, or 72 kmph, is a relatively expeditious
moving speed for a MANET within a city. Figs. 18–20 show the results in terms of average EED, PDR,
and NOL.

The EED in QoS-DSR is always much lower than the EED in the DSR routing protocol, as can be
optically discerned. The average EED with the QoS-DSR routing protocol is always less than 50 ms, and
the average EED did not increment much with the incremented PDR. In comparison, the EED of the
DSR routing protocol varies significantly as the maximum NM increases, ranging from 80 ms to 185 ms.
The low EED of packets ascertains that genuine-time traffic transmissions are consummated on time.With
the QoS-AODV routing protocol, the average EED did not increment much as the maximum NM
incremented, betokening that this protocol is felicitous for scenarios with varying mobility speeds. The

Figure 18: Average EED vs. node mobility

Figure 19: Average PDR vs. node mobility

IASC, 2023, vol.35, no.3 3495



average EED increases from 90ms to 180mswhen utilizing the AODV routing protocol. This is a substantial
increase. The following is a clarification of the quantification results. When utilizing the QoS-AODV routing
protocol, traffic sessions that co-occur may not transmit simultaneously if their data rates are high. As a
result, when components of two traffic sessions’ transmission periods overlap, the one that commences
transmitting later will take longer to find a felicitous route. As a result, more data packets are dropped by
the SrcN. Consequently, less network traffic is transmitted over the network, and the transmitted traffic’s
QoS is guaranteed. Routing packets are transmitted at a preferred time, authorizing network information
to be updated expeditiously.

Furthermore, because there is less traffic on the network, routing packets are transmitted more reliably.
The number of PLR at the SrcN and IN is summarised. The data is averaged across ten RMM scenarios with
the same data rate. As previously verbally expressed, most of the PLR in QoS-DSR is located at the SrcN. In
DSR, the PLR at the IN is much higher than in QoS-DSR. High variation in EED, PDR, and NOL is due to
the small number of samples for each point. The averaged value should be more precise when more desultory
mobility patterns are simulated. When traffic flows have a high data rate, the QoS-DSR routing protocol
significantly reduces EED (Fig. 19). The antecedent part of this section expounded on why there are more
PLR in QoS-DSR and how they are dropped. At different maximum speeds, the PDR routing protocol is
always more gradual than the corresponding DSR routing protocol with QoS-DSR. In QoS-DSR,
approximately a moiety of the packets are dropped when the maximum NM is up to 20 ms (Fig. 20).

As NM rises, NOL, the number of routing packets divided by PDR, also rises. In proportion to the
maximum NM, the NOL rises. In networks with higher NM, a node on the route for transmitting traffic
flow has a more preponderant chance of moving out of the upstream/downstream MN’s transmission
range. Upstream MNs send data packets to the considered NM, while downstream MNs receive packets
from the considered NM. With the incrementation of the maximum NM, more route revelation and route
maintenance packets are sent to alert Src_MN that one of the intermediate MNs on the route has failed,
and it has to find an incipient route. The QoS-DSR routing protocol’s NOL is always higher than the
DSR routing protocols. As a result, we can visually perceive that the QoS-DSR routing protocol
improves performance at the cost of more routing packets being sent across the network. By exchanging
network information, these packets help to ensure QoS. Each data point denotes the average of ten runs
using the same incoming traffic but providing random RMMs.

Figure 20: NOL vs. node mobility
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6 Conclusion and Future Work

This research paper introduces MANET, fixating on solutions for the MAC and routing layers. The
importance of QoS in MANETs is discussed, as well as a few QoS-related works. The methods for
calculating two of the most consequential metrics, PDR and EED, and PLR, are described. The NS-
3 protocol is introduced, and simulations are run to compare the DSR and QoS-DSR routing protocols.
Above and beyond the design and analysis of the proposed FLC’s performance to amend QoS in
MANET routing, a valuable contribution of this work over previously published work has been an in-
depth analysis of various factors that affect QoS in MANETS. This FLC in MANET route coordination
has improved QoS in both high and low load scenarios. When compared to MANETS, utilising the FPC
on MANET applications results in the best MOS, most negligible jitter, and packet EED. As a result, to
improve QoS, FLC should be utilised in packet scheduling in MANETS. This is how it would work with
a QoS-based routing algorithm: It would look for the best paths based on the simulation results and then
choose the best ones. We will orchestrate the development of a QoS routing algorithm predicated on the
framework presented in this paper in the future and perform performance evaluations of the incipient
model and subsisting QoS-predicated routing schemes in MANET.
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