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Abstract:Under the co-promotion of the wave of urbanization and the rise of
data science, smart cities have become the new concept and new practice of
urban development. Smart cities are the combination of information technol-
ogy represented by the Internet of Things, cloud computing, mobile networks
and big data, and urbanization. How to effectively achieve the long-term
preservation of massive, heterogeneous, and multi-source digital electronic
records in smart cities is a key issue that must be solved. Digital continuity can
ensure the accessibility, integrity and availability of information. The quality
management of electronic record, like the quality management of product,
will run through every phase of the urban lifecycle. Based on data quality
management, this paper constructs digital continuity of smart city electronic
records. Furthermore, thework in this paper ensures the authenticity, integrity,
availability and timeliness of electronic documents by quality management of
electronic record. This paper elaborates on the overall technical architecture
of electronic record, as well as the various technical means needed to protect
its four characteristics.
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1 Introduction

Recently, the operation mode of modern cities and the living environment of urban residents
have undergone fundamental changes as information and digital transformations [1–3]. Every
aspect of city life, such as the economy, culture, traffic, entertainment and other, have been closely
integrated with information technology. The cyberspace has become an integral part of urban
life. The basic features of modern digital cities consist of a developed information infrastructure
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and a wealth of digital applications. The rich achievements of urban information have brought
great convenience to our daily life and laid the foundation for the further evolution of modern
urban form [4,5].

Data-centered research methods and techniques have been widely used and recognized in
various fields such as information, biology, energy, medicine and sociology. As a result, a large
number of scientific research achievements [5–7] have been published. Data analysis and research
methods are profoundly changing the working methods of traditional scientific exploration and
naturally becoming an emerging model for the development of human science and technology and
knowledge acquisition [8–10].

Driven by the wave of urbanization and the rise of data science, smart cities have become the
next level of urbanization in the next generation [11]. Based on the new generation of information
technology, smart city implements a thorough understanding of urban living environment, overall
regulation and control of urban resources, coordination of all parts of the city through dynamic
monitoring, analysis, integration and utilization of. Countries in the world, especially United
States, Japan, South Korea and other developed countries, are actively carrying out relevant
theoretical researches and technological explorations, exploring utilization of city’s data resources
and developments of urban intelligence applications. In addition, some corresponding pilots in
cities have been carried out. In China, the development and construction of smart cities are
actively being explored [10,12,13].

The smart city connects the city digitally through ubiquitous Internet of Things. Information
data in smart city are the electronic record [14,15]. As we all know, the world generates more
than imaginative big information data every day. In Beijing, the number of uses of bus cards is
more than 40 million per day and 10 million for subway stations. Daily traffic data of Beijing
traffic control center has increased to 30 gigabytes (GB), and storage volume to 20 terabytes
(TB). National grid generates 510 TB of annual data (excluding video). Medical data like the CT
image of a single patient is often up to two thousand megabytes (MB), and the amount of data
has reached dozens of GB. Moreover, the massive space of 2 and 3 dimensional data in digital
earth is growing rapidly, and it will reach TB and petabyte (PB) level respectively soon [16,17].
Civil aviation aircraft that is equipped with a large number of sensors generates 20 TB data for
each flight every hour. The flight from London to New York could generate 640 TB data. The
data of these engine states are monitored through a satellite to the engine company during the
flight [18,19]. Nowadays, outpatient of hospitals in the large cities of China exceeds more than
the thousands of cases every day. The number of outpatients in the country is up to billions
each year, and the hospitalized patients have reached two hundred million. According to relevant
regulations of medical industry, data of patients usually need to be saved more than 50a, and
large medical electronic record will reach the level of exabytes (EB) [20–24].

Hence, in the process of building smart cities, it is bound to produce a huge amount of
electronic records. The preservation of these electronic records has also become an important
research topic. This paper puts the angle of view on the informatization of the city. The content
focuses on the research hotspot of electronic records preservation in smart city. It drives the
principle of digital continuity for long-term preservation, and gives a concrete technical framework
based on data quality theory in the paper.
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2 Related Works

2.1 Technology System of Smart City
Technology system is the top design of the technology research in smart city. It is very

important because it guides the direction of technology development, defines the connota-
tion and extension of research work, and optimizes the allocation and distribution of existing
research resources.

An early technology system research of smart city is initiated by IBM researchers. Tech-
nical functions of Smarter CitiesTM, proposed by IBM [25–27], emphasize the importance of
service and infrastructure as the center of smart cities. In the literature [28], from the point of
view of integrated intelligence to understand the framework of the city, a smart city’s initial
framework was proposed. This framework believes that smart cities should integrate government,
residential communities, economy, infrastructure and natural environment from the perspectives of
policy, organization and technology. Literature [29] summarizes some early smart city technology
frameworks and argues that the essential elements of smart cities include people, institutions and
technologies. They can be subdivided into digital cities, smart cities, wireless cities, information
city and so on. The research on technology systems of smart city is mainly based on the basic
elements of urban construction. However, there is not much discussion on the role of data science
and technology in the smart city.

In recent years, academia has begun to pay close attention to the important role of data
science in smart cities. Hence, some corresponding technical systems are making progresses. As
shown in Fig. 1, Pan et al. [30] elaborated the technical framework of smart city based on tra-
jectory data analysis and mining on smart communications Symposium of IEEE Communication
Magazine in 2013. This framework divides the technology system in smart city based on trajectory
data into three levels: trace, knowledge and application. The framework systematically describes
the overall technical route to data-centric smart city technology from a strategic perspective.

Zheng et al. [31] of Microsoft Asia Research proposed a framework of urban computing
technology with four-layer feedback structure in the topic of city computing in CCF Commu-
nications in 2013. The technology system divides the technical framework of urban computing
into 4 levels: urban perception and data capture, urban data management, urban data analysis,
and service provision. The feature of this framework is to introduce a feedback loop of service
providing layer to the actual implementation, which further considers the influence of smart city
technology on urban life.

2.2 Digital Continuity
As a valuable national resource and commercial asset, digital information has driven all

governments to deal with the proper preservation and long-term use of them. Rationale behind
digital continuity plan can be traced back to the record continuum theory. The theory of record
continuum was first proposed in the 1950s by Ian Maclean, a famous Australian archivist and
the first director of National Archives. From 1980 to 1990, the theory has been evolved and
scholars reinterpreted and further developed the records continuum management model. Then it
became a fundamental part of Australian electronic record and digital information management in
principle. The Australian Document Management Standards, published in 1996, interprets records
continuum as “a coherent approach to management of the entire process from the formation of
documents (including the design of document management systems) to the management of doc-
uments as archives.” The theory of records continuum breaks the stage distinction of document
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custody. By constructing a multidimensional coordinate system containing 4 dimensions, 4 major
axes and 16 focal points, the paper describes the increasingly vague boundaries of life movement
and and the obvious connection of electronic records. It also reveals the continuity and integrality
of the file movement in time and space. Lastly, it provides a scientific theoretical basis for the
digital continuity plan [32,33].

City Information
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Figure 1: Framework of trace for smart cities

As shown in Fig. 2, Digital continuity is a strategy for the long-term preservation of digital
information. It emphasizes the importance of the guidance of government agencies and business
groups. As a way to manage and preserve digital information, digital continuity strengthens
the management and preservation of native electronic records from different perspectives such
as meeting the needs of institutions, governments and communities, the goal of ensuring the
availability of digital information as needed [34–36]. Digital continuity ensures that the digital
information is complete, available, and the time of storage cannot exceed the period for which it
is required to be kept. Among them, usability is the ultimate goal of digital continuity planning.
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More specifically, they are: 1. When you need to find it; 2. When you need to open it; 3. To deal
with it the way you need it; 4. To understand that what it is and what it is to express? 5. Can
trust what it says.

The preservation and management of digital information is to ensure that digital information can be
used in a needed way, and it can be used whenever needed, so long as there is need, it can be used.

Digital Continuity Outcomes

1)Maximizing the benefits of
digital information for
individuals, governments, and
social organizations;

2)Make people, processes,

and technologies balanced to

promote effective

information management;

3)To make information meet

all needs in its whole life.

Digital Continuity

Digital Continuity Principles

The decisive feature of effective digital continuity

Digital Continuity Plan

Key measures to achieve results

Practical Guidance

Figure 2: Basic elements and relationship of digital continuity

3 Problem Statement

3.1 Types of Electronic Record in Smart City
In the city, the information infrastructure not only provides information services, but also

accumulates a large amount of urban dynamic electronic records. These records are numerous and
contain the following common types.

3.1.1 Map and Electronic Record of Interest Point
Streets and buildings are the basic components of a city. Digital map is the a way to show

the urban architecture. The electronic record of interest point is the basic information of each
functional unit in city.

3.1.2 Electronic Record of Passenger Flow
The electronic record of commuters commuting by different means of transportations is called

electronic record of passenger flow. The record contains a lot of urban activity information and
can be heavily used in urban functional analysis, population flow monitoring, urban transporta-
tion system evaluation, human behavior research, urban transportation economics research and
other fields.

3.1.3 Electronic Record of Location Service
Location service is a new type of network service in the mobile Internet era. The elec-

tronic record collects through location services provides a well-defined geographical location and
coordinates as well as the semantic characteristics of traditional Web services. We can treat the
electronic record of location service as a deep description and complement of interest point
records. Compared with simple urban geographic data, the electronic record of location ser-
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vice contains a large amount of semantic information, and can help people understand the
urban operation.

3.1.4 Electronic Record of Video Surveillance
Video surveillance technology has been widely used in traffic management, community secu-

rity, security protection systems and other parts of urban life. Moreover, making full use of these
video records can revisist the history of city life, which has great theoretical and practical value.

3.1.5 Electronic Record of Environment and Meteorology
Electronic record of meteorology was paid much attention to by Urban Science in the early

days. In recent years, with the environmental and health issues such as the urban environmental
record represented by air quality. An important feature of urban environmental and meteoro-
logical record is its low sampling density of geography and temporality. How to achieve fine,
high-precision environment and weather record and analyze them is an important challenge.

3.1.6 Social Activity Record
Social activity record is an essential ingredient for in-depth understanding and analysis of

urban social behavior. The electronic record of urban social activities includes urban population
record, household registration, medical and health care, energy consumption and other social
dynamic record. Because of the feature of urban social activities record, the records are vulnerable
to the influence of industry segmentation, and often isolated from each other. Breaking the
industry fragmentation and realizing the integration of multi-source and heterogeneous urban
record are the primary task for the deep use of urban social activity record.

3.2 Characteristics of Electronic Record in Smart City
The characteristics of electronic record in smart city are described as follows.

3.2.1 Spatial and Temporal Characteristics
The electronic record of spatial structure based on map is a basic organization of urban

record. The urban fast-paced lifestyle also makes urban record very sensitive to changes in the
temporal dimension. Therefore, multi-dimension characteristics with spatial and temporal dimen-
sion become an important feature for urban record. In space, according to the size of urban
geography, urban record has different scales of space span. According to the time of generation,
the changes and distributions of urban record are time- dependent. Therefore, in the analysis and
application of urban record, we not only need to consider the evolution characteristics of record
but also make full use of the record in the two dimensions of time and space. This makes a great
demand for the utilization of urban record.

3.2.2 Multi-Scale and Multi Granularity
To study and utilize urban record, we need to consider the influence of record scale and

granularity on record characteristics, in addition to multi dimensions, such as time and space.
According to the scale of the city, the cities can be divided into small cities, medium-sized cities,
large cities and super large cities and so on. Geographically, the description of urban record varies
from several street blocks to thousands of square kilometers. On the time scale, the coverage
time of city record can be short to some event monitoring, and can grow to the hundred year
city vicissitude. In the geographical sampling granularity, the record can be as accurate as a few
meters, and can also be the same as the environment record as units with counties, regions, and
even provinces. In time granularity, the record can be sampled based on the clock of sampling
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device, storage and transmission capacity, computing speed and other factors. In the time and
space multi-dimensional condition, the efficient processing of large scale and multi granularity
record is one of the key technical problems that must be solved effectively by the urban record.

3.2.3 Pluralism and Isomerism
There are many types and sources of urban record, i.e., the diversity of electronic record.

These different sources of urban record differ greatly in the aspects of structure, organization,
dimension, scale and granularity, namely the heterogeneity of electronic record. The application
services of smart cities require that these heterogeneous data organically should integrate and
acquire new knowledge by mining the correlation and interaction between active record. It is a
common challenge for the academia and industry to explore the intelligent city in order to analyze
the heterogeneous record.

3.3 Challenge of Electronic Record Preservation in Smart City
In the development of smart city, the sources of electronic record had changed from a

single source to multi sources. The value of record is also translated into multiple uses. The
functionality of record is shifting from the structure level to the organizational level. More-
over, due to electronic record from multiple sources, it is challenging to achieve quality assur-
ance with authenticity, reliability, integrity, and. There is a growing need to ensure quality of
electronic record.

In addition, stakeholders are increasingly focusing on changes and reliability issues of elec-
tronic record. In general, for applications services of smart city, sensors fall into 3 broad
categories. First, the quantitative sensors, which are used to observe environmental variables,
monitor security events and obtain flow information. The second is the video sensor, which plays
an important role in traffic monitoring and monitoring in city. The third is the position sensor,
which is used to record the time and location of the object during the moving process.

The quantitative sensors are usually deployed over fixed positions to collect information
about soil, hydrology, and the atmosphere at regular intervals. They are important approaches
to perceive the natural environment and its changes in city. Numerical record is often observed
by quantitative sensors, such as temperature, barometric pressure, water level, and so on. They
can also be processed categorical record, such as the output of PM2.5 observations can be the
following 6 categories: excellent, good, mild pollution, moderate pollution, severe pollution and
severe pollution. The quantitative sensors are usually used together with the sensor observation
service, and the Insert Observation method is exploited to embed the observation record to the
service system. Video sensors are usually deployed in fixed positions, with basic functions such
as video photography and static image capture. Obviously, video record has both spatial and
temporal properties. Position sensors are utilized and usually obtain spatial-temporal sequence
record [37]. Moreover, the position sensor and the environment sensor are integrated on the
moving object, and the location and the environment monitoring records can be obtained at the
same time.

Because electronic record comes from a variety of sensors, preservation of them is facing
enormous challenges to ensure reliable record as evidence.

3.4 Electronic Record Preservation Based on Digital Continuity
Digital continuity is the useful method to protect the long-term use of the information.

Specifically, it refers to the maintenance and management of digital information to ensure that
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it can be used now and in the future when needed. Thus, the preservation of electronic record
based on digital continuity will guarantee their quality. If the quality of electronic record used
is not good enough and it will probably have seriously negative impacts on subsequent data
processing [38–40]. The quality management of electronic record, like the quality management of
product, needs to run through every phase of the data life cycle. According to the theory of data
quality, the preservation of electronic record can be shown in Fig. 3.

Digital Continuity

Quality Management of
Electronic Record

Quality Evaluation of
ElectronicRecord

Quality Improvement of
Electronic Record

Figure 3: The preservation of electronic record based on digital continuity

The quality management of electronic record concerns the following research topics [41,42].

Quality requirements. The quality requirements of electronic record enable users to obtain spe-
cific quality record, and they are the indicators that need to be appended to the electronic record.
Thus, they are the measurements of the quality of electronic record. The quality requirements of
electronic record are generally expressed in the form of quality parameters. These common quality
parameters include source credibility, availability, timeliness, and stability of electronic record.

Quality evaluation. The quality evaluation of electronic record should include at least two
basic evaluation indicators. One is credibility of electronic record; and the other one is the
usability of electronic record. In general, the former contains accuracy, completeness, consistency,
validity, uniqueness of electronic record. The latter includes time and stability of electronic record.

Quality improvement. The purpose of electronic record quality improvement is to decrease
the rate of defective record. The quality problem of electronic record can be divided into pattern
level and instance level. The quality problem of pattern level is primarily the patterns design of
electronic record, which exists at higher levels. The methods of pattern selection, matching and
optimization can be chosen to resolve the issues. And the higher management and work models
can be also reconstructed. The examples of the quality problems of instance level include data
duplication, data missing, abnormal data, logical errors and inconsistent data, and so on.

Quality management system. The research of quality management system of electronic record
mainly focuses on two aspects. On the one hand, in order to emphasize the integrality of
quality management, the concept, principles and methods of total quality management have
been introduced into quality management of electronic record. On the other hand, the process
maturity model has been introduced into the quality management system due to the importance of
process management.

To ensure digital continuity, it is necessary to have an accurate examination of the quality
status of electronic record. Thus, recording the digital information and processing is recommended
by the digital continuity plan. The recordings are created, captured and used during the business
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management process. Moreover, the plan requires a clear responsibility, obligations, conditions,
costs, benefits of digital information management.

4 Electronic Record Preservation Based on Quality Management

4.1 Quality Evaluation of Electronic Record
Quality evaluation and monitoring is one of the most critical problems for quality manage-

ment of electronic record. It is generally believed that record quality is a concept of hierarchical
classification. And each quality class is eventually broken down into specific record quality dimen-
sions. The core of quality evaluation for electronic record is how to evaluate each dimension
concretely. The evaluation methods are divided into two categories: qualitative strategies and quan-
titative strategies. To analyze the “good” or “bad” from a qualitative perspective is an important
performance metric of evaluation. Due to the lack of objectivity and reproducibility of qualitative
analysis, quantitative assessment technology has become an alternative method. Based on data
quality theory, the quality evaluation of electronic record mainly examines the accuracy, integrity,
consistency and timeliness of electronic record, which is shown in the following Fig. 4.

Quality Evaluation of
Electronic Record

Consistency TimelinessAccuracy Integrity

Figure 4: Quality evaluation of electronic record

4.1.1 Accuracy Evaluation of Electronic Record
Accuracy refers to the degree to which the record provides the correct and objective repre-

sentation of the resource to be described. The method of accuracy measurement is to calculate
the semantic distance between the information from user records and the information obtained by
the same user from the resource itself. The distance indicates that the matching accuracy of the
content of record and the content of the resource itself. The computation of semantic distance,
in the field of information retrieval to calculate the similarity of vector space model between
two texts, can be used as a reference. Two multidimensional vectors are created based on the
different words contained in the text field of the record and record of the described resource. The
value of each dimension in the vector of the described resource equals the relative frequency that
the dimension counterpart appears in the text of the described resource. Similarly, the electronic
record corresponding to the vector is constructed. The distance between the two vectors can be
computed by the most commonly used cosine function. Thus, the semantic distance between the
record and the described resource is obtained, namely the accuracy of electronic record. The
formula is as follows:

RQau=
n∑
i=1

(σi× ξi)

/√√√√ n∑
i=1

σ 2
i ×

n∑
i=1

ξ2i (1)
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where σi and ξi are the frequency of the first i value in the record and electronic records of
the described resource relatively. n is the total number of different values in two records. In
practical applications, because resource and record creators may not be the same person, they may
use different records when expressing the same semantic. Therefore, it is necessary to adopt the
semantic analysis technique of artificial intelligence to reduce the interference of multiple records
phenomenon on the accuracy value, and reduce the dimension and the amount of calculation
as well. The retrieval systems of different subject areas have already constructed useful relative
thesaurus and thesaurus, which can provide reference for such semantic analysis.

4.1.2 Integrity Evaluation of Electronic Record
The integrity of electronic record requires that record to contain a comprehensive description

of the target’s resources. Whether or not it can describe the resources in a comprehensive way
is closely related to the record specifications and the guidelines for the use of the record library.
A field of the same record specification is an essential attribute in a digital resource library, and
may be optional in another digital resource library. Another factor is that the filed also affects
integrity is the type of resource. Traditional bibliographic record is easier to have higher integrity
than record of digital resources. The record of the latter changes with the use of target resources,
which increases the difficulty of maintaining high integrity. The most straightforward way to
quantify integrity is to calculate the number of non-empty fields except for record specifications
and resource types, which are the two most important factors. The formula is as follows:

RQite =
n∑
i=1

δ (i) /n (2)

RQite is called simple integrity. If the first i field is null in the formula, then δ (i)= 0, otherwise
δ (i)= 1. n is the total number of different values. Each field in the above formula is equivalent to
assessing integrity. In fact, the integrity of some records is more important than other records for
the discovery, acquisition, and utilization of resources. Thus, a better way to measure integrity is
to assign weights to each field, then we can calculate the number of non-empty fields, and finally
get a value for the integrity of the record. The formula is as follows:

RQwite =
n∑
i=1

(μi× δ (i))
/ n∑

i=1

μi (3)

where μi is the weight of the first i field. The range of values for RQwite is [0, 1]. When the fields
with non-zero weight in a record are not empty, the value is 1; otherwise if all are empty, then 0.

Because the application service of record is different and the function should be satisfied and
the provided service by record are different, the weight value of the same field may be different
in different application environments. This means that each of the different application services
needs to set up a set of weighting values for itself to reflect the extent to which the links between
the record fields and the functions to be implemented. To determine the weight value of the main
consideration is the adopted fields, namely the weight of a field value will change with the utilized
frequency by the user. The more users use the field, the greater the weight.

4.1.3 Consistency Evaluation of Electronic Record
Consistency is mainly examined by record specifications, application guidelines. The common

damage consistency is definied as follows: (1) Fields contained in electronic record that are
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not defined by the specified record specification; (2) There is no required specified field in the
record specification; (3) Some fields are not taken from the controlled vocabulary in the record
specification; (4) An application guide that does not follow the record specification and integrates
multiple values in the controlled vocabulary into one or some fields. At present, many record
repositories use XML as the grammatical cornerstone. Thus, parsing the syntax of records is
carried out by a XML parser. Then, statistics are drawn on records that violate record applica-
tion rules for above mentioned four situations. Specific quantitative calculation can use formula
as follows:

RQcs = 1−
(

n∑
i=1

χi/n

)
(4)

where χi is that record follow the first i rule. If the record meets rule i, then χi = 0; otherwise
χi = 1; n is the number of rules in the metadata specification and in the guide, which is used in
the digital resource library.

4.1.4 Timeliness Evaluation of Electronic Record
The determination of timeliness is one of the key issues to ensure the freshness of electronic

record. The discovery and repair of the timeliness of electronic record determines the timeliness of
the electronic record. Users are required to provide the timeliness of the electronic record, when
users use electronic record.

Due to lack of effective maintenance and record integration, these timestamps are often
unavailable or inaccurate even if there are timestamps. Moreover, the different attributes of
the same record vary with time, resulting in different temporal characteristics of the different
attributes of the same record. In addition, it is not easy to keep the corresponding timestamp
for each attribute of each record. Therefore, a main challenge for record validation is that there
is no complete, accurate, or usable timestamp in the record set. If the time stamp is missing
or imprecise, it is difficult to determine the timeliness of the record. Some redundant records
and time constraints can be used for the timeliness of record. Redundant records indicate that
there are multiple records describing the same entity in the record set. Time constraint is the
semantic information of record, which can help to recover the partial temporal relation of
different attribute values of the same entity.

4.2 Quality Improvement of Electronic Record Independent of Knowledge
The technology of record quality improvement mainly involves two aspects: instance and

model. Data cleaning is the main technology to improve the quality of electronic record. It focuses
on instance level issues. By detecting and eliminating errors and inconsistencies in the record, data
cleaning also improves quality of electronic record. The purpose of cleaning is mainly to improve
quality of electronic record from the point of view of instance layer. The specific methods are
shown in the following Fig. 5.

4.2.1 Duplicate Detection
In reality, entities often have multiple representations in different record sources. In the

process of record integration, it is necessary to determine whether the expression in different
record sources represents the same entity. So the problems can be solved by databases and
artificial intelligence.
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The same or similar records may represent the same entities, so the detection of similar dupli-
cate records of structured data can be an issue. Fortunately, similar duplicate record recognition
can be done using the following techniques: sorting and merging, building index, information
identification based on context, identification based on record characteristics and identification
based on specific knowledge. The detection is described in the following Fig. 6.

Quality improvement
independent of

knowledge

Outlier
detection

Inconsistent
record

processing

Duplicate
detection

Missing
value

processing

Figure 5: Quality improvement of electronic record independent of knowledge

Duplicate Record
Detection

Identification
based on record
characteristics

Identification
based on

specific knowledge

Identification
based on context

Building
Index

Sorting
and Merging

Figure 6: Detection method of duplication record

The method of sorting and merging is a generic identification algorithm, which does not
rely on specific application domains. A number of attribute strings selected by the user can be
sorted as keys. A fixed size sliding window clustering is used to identify similar duplicate records.
In addition, multiple sorting and merging are performed according to different attributes, and a
priority queue is used instead of a fixed size sliding window to cluster. The two methods may
cause high frequency I/O generated by sorting outside the strings. Thus, they are very resource
intensive. In addition, because the string sort is too sensitive to the character and word position, it
does not guarantee the duplicate records similar in adjacent positions. As a result, the subsequent
clustering operation will not identify duplicate records.

The way to build indexes using the R tree is as follows. First, a number of strings are
selected as axes, and each record is calculated according to these axes. Second, the coordinates
in multidimensional space are computed. The R tree is then used for multi-dimensional similarity
connection to implement the recognition of similar duplicate records. Because the dimension dis-
aster determines that the dimension cannot be too high, this method is not universal. Additionally,
data cleaning methods can also be performed under the conditions of a clean reference table. The
basic idea is to establish an error tolerance index on the reference table. Then the most appropriate
clean record can be quickly found based on this index. The record is then replaced with the
complete cleaning of the input record.

In the duplicate record recognition, it is often invalid to determine the duplicate records only
by the content of the data. Contextual information can be used to eliminate suspicious links.



CMC, 2021, vol.66, no.3 3283

For example, for a similar duplicate record that cannot be verified, contextual similarity can be
computed to determine the underlying information hidden in other records. The idea of using
context related information provides a good way to identify difficult and duplicated records.

In reality, information systems are oriented to a specific application and associated with spe-
cific business rules. Therefore, similar duplicate records can be identified by establishing rules based
on domain specific knowledge. The method can achieve good recognition accuracy according to
the business rules. However, the main problem of this method is that in order to identify similar
duplicate records, rules library in the corresponding fields must be established. What this means is
that it requires higher knowledge of the field, and the workload of manual definition is relatively
large. Another approach is using fuzzy duplication record recognition method which is based on
the compact set feature of fuzzy duplication. In other words, duplicate records are more immediate
than non-duplicate records. Moreover, the local neighbors of repeated records are sparse features.
Thus, similar duplicate records are identified.

4.2.2 Missing Value Processing
The actual record set often suffers from missing value and have a great impact on the

analysis results. To solve the problem, the methods of single imputation and multiple imputations
can be used. The single imputation method constructs a single substitution value for missing
values. The representive methods of filling include average or intermediate filling, regression filling,
maximum expectation filling, and nearest filling method and so on. In the nearest filling method,
the corresponding variable value is used as the filling value. But the single value filling method
often cannot reflect the uncertainty of the original data set, and the drawback is that it can lead
to great deviation. On the other hand, the multiple imputation method uses multiple values to
populate, and analyzes them and leads to composite results. In the multiple imputation method,
though, the common methods include trend score and prediction matching method. The advantage
of the methods is that the relationship between variables can be maintained by simulating the
distribution of missing record; while the disadvantage is that the computation is complex.

There are also corresponding filling methods for record containing vacancy values. In a
method for filling missing value, the log models and log linear models are utilized to fill the
missing values of data cubes in a metric set of multidimensional record sets. Some constraints
can also be used to fill in the missing data cube. In relational databases, the conditional table can
be used to fill the missing record tables. Furthermore, k-means and Markov chain can be adopted
to fill with the missing values. Missing value fills are primarily intended to prevent analysis bias,
due to the value missing of considerable records. The method of filling has statistical significance
for the filling of individual value.

4.2.3 Outlier Detection
Unexpected records are usually caused by two reasons: Inherent variability in record and

measurements errors. Abnormal record can be discovered by data auditing in two aspects. The first
step is record generalization, in which the distribution of record is generalized by mathematical
statistics, and then the overall distribution characteristics of record are obtained automatically. The
second step is to excavate a specific quality problem to discover the abnormal data. At first, the
record is partitioned into layers based on the distance. Then, the statistics characteristics of each
layer are presented. Based on the defined distance, the distance between the data points and the
center distance in the layer is computed, which is utilized to determine the possible abnormalities.
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Association rules mining can also be used to implement nominal type outlier record discovery.
But this method cannot be directly applied to numerical attribute processing. The use of record
auditing methods to discover the effect of abnormal record largely depends on whether data
mining algorithms can accurately distinguish abnormal and non-abnormal record. Therefore, to
generate simulated data, a decision tree algorithm is adopted to detect and validate specific data
mining algorithms to detect bias record. In general, statistical models, distance based and offset
based methods all can be used to detect abnormal record. Because record is often unclean, record
generalization before specific mining algorithms are executed to help in exploratory mining. As a
result, more unusual records are found.

4.2.4 Inconsistent Record Processing
Overlapping content is recorded and inconsistent data appears when the records come from

multiple sensor nodes. How to obtain an ideal record from a number of inconsistent results is
a frequently asked question. The inconsistency between records fall into two types: context inde-
pendent conflict and context dependent conflict. The former conflict results from different records
from different sources due to design and presentation factors inherent in different systems or
applications. And the conflicts can be solved by data transformation rules. A context independent
conflict, however, is an inconsistency caused by some external random occurrence. The solution
of such problems generally requires manual intervention and specific methods. Each record value
is evaluated from different performance parameters, i.e., feature, and the overall evaluation value
is a linear combination of each feature evaluation value, and then the value is determined as the
only correct one based on the evaluation value. Records can be sorted, fused, and cleaned by
rules and other methods. In addition, an extended relational model that handles both legacy and
inconsistent record can also handle inconsistent record.

4.3 Quality Improvement of Electronic Record Based on Application Logic
The actual information system is designed to an application field. For a specific application,

how to use automated methods to solve the data does not meet the business logic error, is a
practical application of the problem. This kind of problem can be considered as data editing and
imputation. The idea is to automate the process by setting up a rule system based on application
dependent domain knowledge and then it can be processed by constructing mathematical model.
The basic idea also includes making minimal changes to all the variables in the record to meet all
editorial rules. For specific applications, explicit constraint rules are defined according to domain
knowledge, and then the whole closed set of rules is calculated based on a certain mathemat-
ical method. Each record is automatically judged whether it violates the rules constraint. The
advantage of this method is that the mathematical foundation is strict; the rules are automatically
generated and relatively mature.

5 Discussion and Conclusion

In conclusion, data quality of electronic record in smart city is an important research aspect
that has attracted great attention from industry and academia. So far, some research achievements
have been focusing on the expression mechanism of usability, the theories and methods of high
quality data acquisition, data error detection. Although the research on the long-term preservation
of electronic records in smart cities are progressing, it is far from meeting the needs of practical
applications, especially big data applications in smart cities. Considering the characteristics of
electronic records in smart cities, there are still many challenges and we should carry out the
following further research:
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1) We need to study the theories and key techniques of data quality with multi-data set family
as the object, including data quality expression mechanism of interrelated multi-dataset family,
detection and repair of cross-related data errors in multiple data sets, etc. It is because the existing
data quality researches mainly focus on a single data set, and do not consider the overall usability
of the interrelated multi-data set family.

2) With respect to existing data quality calculation problems, its computational complexity
and researches on solving algorithms still take “determine the Turing machine is solvable in
polynomial time” as the standard of the problem resolvability, which could lead to the situation
that many results are not suitable for the large data scale in smart cities (data size can be up to
PB or even EB). Moreover, polynomial time algorithm (even linear time algorithm) is difficult to
solve this calculation problem in the time. Therefore, to meet the requirement of large data quality
in smart city, it is necessary to design sub-linear and logarithmic polynomial time algorithms to
solve data computing problems.
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