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Abstract: Through the use of the internet and cloud computing, users may
access their data as well as the programmes they have installed. It is now more
challenging than ever before to choose which cloud service providers to take
advantage of. When it comes to the dependability of the cloud infrastructure
service, those who supply cloud services, as well as those who seek cloud
services, have an equal responsibility to exercise utmost care. Because of this,
further caution is required to ensure that the appropriate values are reached
in light of the ever-increasing need for correct decision-making. The purpose
of this study is to provide an updated computational ranking approach for
decision-making in an environment with many criteria by using fuzzy logic in
the context of a public cloud scenario. This improved computational ranking
system is also sometimes referred to as the improvised VlseKriterijumska
Optimizacija I Kompromisno Resenje (VIKOR) method. It gives users access
to a trustworthy assortment of cloud services that fit their needs. The activity
that is part of the suggested technique has been broken down into nine discrete
parts for your convenience. To verify these stages, a numerical example has
been evaluated for each of the six different scenarios, and the outcomes have
been simulated.
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1 Introduction

Cloud computing refers to the on-demand delivery of information over the internet. These services
are, in general, categorized into three different types. They are service infrastructure, service platform,
and service software [1]. There are a few distinct varieties of clouds. There are a few different kinds of
cloud computing infrastructures [2]. The public cloud does not have any restrictions on whom it can
sell services on the internet. Only approved customers, in limited circumstances, can purchase services
from a private cloud [3]. The main motto of cloud computing is to provide services to users with ease
and scalable access to resources. The types of clouds and their services are shown in Fig. 1.
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Figure 1: Types of clouds and its services

A third-party provider owns the services in the public cloud, and that particular private owner
operates it. The proprietor strips the maintenance of the cloud—the cost of setting up and operating
the services is comparatively less. Multiple users can share the platform of the public cloud. Thus the
security associated with the public cloud is very low [4]. The control that an individual can have over
the services is also limited in the case of public cloud environments. The private cloud is designed in
such a way as to provide services to a particular organization. Since the resources are not shared as in
the case of the public cloud, the security mechanism is more in the private cloud. The control of the
cloud services is high, and the flexibility is also more [5,6]. The organization can set up restrictions in
a private cloud, whereas the right lies with the third-party service provider in a public cloud. A hybrid
cloud is a combination of both the public cloud and the private cloud. The deployment options are high
with this cloud. The bursting of the cloud is also possible. The complexities associated with the hybrid
cloud are high, and it is costly as well. Software services refer to the ability of the user to access an
application or software without actually installing it or maintaining it [7]. Access can be done over the
internet. Since these services do not require installation and maintenance, the usage cost is less. It can
also be called web-based software or on-demand software. The advantages of the software services
are that they are effective in cost, the time for the operation is less, they have ease of accessibility,
updates are done automatically, and the scalability is more. In the platform service, the users can build
and create software over the internet. This development can be done with the help of a web browser.
The user will not have the authority over the underlying application, and they cannot permanently
host its operation [8]. The user will only have the option of changing the settings associated with
the configuration for the temporary hosting of the program. The infrastructure service provides the
computerized infrastructure in an outsourcing method. The virtual space used by the customers is
charged based on the number of users accessed [9]. The advantages are that it is cost-effective, website
hosting can be done, better security, and easy maintenance. The service selection of the cloud can be
made in several methods. The earlier available methods have been reviewed before carrying out the
proposed work.

2 Literature Review

The authors in [10] have developed a fuzzy logic-based user trust method. Here they have put
forth approaches for overcoming the drawbacks of the access control methods that are being used
traditionally. Four types of evidence, namely, login, security operation, and performance, have been
considered for evaluating cloud users. The conclusion of this work states that the proposed Fluo-
roUracil Breath Test (FUBT) method provides more flexibility and scalability. A trust administration
model has been developed by Vidhika et al. [11]. An analysis of the present models available for trust
management has been carried out in their study. A secure multi-layer trust-based model has been
proposed by Jane et al. [12]. The building up of this model requires the combination of fuzzy logic
of the on-demand states and the different security mechanisms. A trust management-based fuzzy rule
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for the cloud computing environment has been put forth by Mona et al. [13]. Their research focuses
on the problem of how to handle trust in a network of different clouds. Trust values for the providers
of computational services have been calculated using a mixture of objective and subjective metrics. A
solution to the dilemma of making a call when there are numerous factors to consider is the VIKOR
technique. The authors have concluded that the VIKOR method is an effective tool for selecting the
best value when the decision maker is unsure which preference to express [14]. The computational
ranking method can be used to evaluate health information [15]. Eric Afful-Dadzie has carried out
this research work. The designed framework helps to evaluate and rank the internet-based health
information providers in which linguistic variables clear the uncertainties. The selection of suppliers
based on the measurement of entropy for objective weighting can be made using the VIKOR method as
per the work done by Ali Shemshadi and his co-authors [16]. Subjective weights were regulated based
on the Shanon entropy concept in accordance with the objective weights. Alguliyev et al. has proposed
a method to select personnel in a multiple-criteria environment by using the VIKOR technique [17].
The fuzzy numbers were used in a triangular fashion to determine the stability of the personnel and
for the approximation of the linguistic values.

VIKOR method has been used by Min Xue and his co-authors for the decision analysis of bi-
dimensional fuzzy information [18]. The resultant analysis has proved the applicability and validity
of the proposed method. A study has been carried out by Bashir Hayat and his co-researchers in
cloud computing scenarios in accordance with fuzzy logic. The important features of the fuzzy logic
mechanism in the cloud computing environment have been discussed [19]. Fuzzy interference system
can be used for the RFID access control system in case of risks. One such work has been done by Dima
Suleiman and their co-authors [20]. The risk values are exposed to under and over-estimation. User
behaviour time analysis has been utilized to detect uncharacteristic access behaviour. Javed Alam and
Dr. Manoj Kumar Pandey has developed an RFID traffic light control system that uses fuzzy logic for
its operation. The software behind the proposed concepts has been developed using MATLAB, and
the corresponding results have been simulated [21]. The performance evaluation of cloud computing
in fuzzy logic has been studied by Aruna et al. [22]. With the rapid improvement of the cloud and its
resources, techniques must be developed to evaluate the performance. The main motive of this work
was to spread the performance on the cloud infrastructure and application levels. Marija Paunovic
and his co-authors have developed a method for the selection of cloud suppliers using the dual-
stage fuzzy logic model. The proposed model provides advanced reliability and reduced subjectivity
of the decision-maker. The proposed method tends to have provided improved accuracy by means of
numerical values [23]. The ranking of the parameters in the fuzzy logic can be done in accordance with
the quality of service and trust. One such work has been proposed by Faiz et al. [24]. Cloud computing
finds its applications in a vast area. It is also used in the E-learning platform. The researchers have
proposed a method for identifying the effectiveness of the students while attending classes in the E-
learning platforms [25]. The feedback from the students through their facial emotions plays a vital
role in helping the teachers to provide improvised teaching. The proposed method provides a practical
fuzzy logic framework to identify emotions in cloud-based E-learning platforms. Rajganesh et al. have
devised a method for determining and selecting cloud infrastructure services using a decision-making
broker. This trader mediates interactions between suppliers and end users. It identifies the necessary
services by employing fuzzification and defuzzification mechanisms [26]. Searching for a keyword
becomes tedious when a large amount of data is in the database. The researchers have developed a
keyword search mechanism using encryption associated with fuzzy logic [27]. Data encryption requires
high privacy and security. The proposed method identifies the matching or the nearest matching files
based on similar semantics.
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2.1 Identified Limitations of Existing Systems
Based on the above studies, the following challenges have been identified in the intended domain

of research.

(i) The control on the ranking system is diminishing, and has no proper control in determining
the ranking system.

(ii) The ranking system is provided based on the trust degree of the Cloud Service Provider (CSR)
with limited criteria.

2.2 Objectives of the Proposed Work
With reference to the above-identified challenges in the proposed work, the following objectives

have been framed for the proposed work.

(i) To provide an updated computational ranking approach for decision-making in an environ-
ment with many criteria by using fuzzy logic in the context of a public cloud scenario.

(ii) To design an improved computational ranking system using improvised VlseKriterijumska
Optimizacija I Kompromisno Resenje (VIKOR) method.

(iii) To ease the users to access a trustworthy assortment of cloud services that fit their needs.

3 Proposed System
3.1 Fuzzy Logic

The things that are not clear and are confusing in nature can be referred to by the term fuzzy.
In real-time applications, there might be different scenarios where it is difficult to find whether a
parameter is true or false. Utilizing fuzzy logic, it is possible to solve the uncertainties of any situation
by considering the inaccuracies. In the Boolean system of solving inaccuracies [28], there are two
different values representing the true and the false conditions. The true condition is represented by
1, and the false condition is represented by 0. In the fuzzy logic system, there are no such true and
false values; instead, there is an intermediate value that is partially true and partially false. The
representation of true and false values of Boolean logic and fuzzy logic is given in Fig. 2 when the
temperature in the parameter is under consideration.

Figure 2: True and false value representation of Boolean logic and fuzzy logic

The architecture of the fuzzy logic system is shown in Fig. 3. The architecture consists of four
different blocks, namely the rule base block, fuzzification block, interference engine block, and the
defuzzification block.



IASC, 2023, vol.37, no.1 511

Figure 3: Architecture of fuzzy logic system

Rule base block: The rule base block holds the group of protocols and the if-then statements given
by the experts to maintain the system that makes the decisions depending upon the linguistic data.
Recent developments in the fuzzy logic system help to reduce the vast amount of rules followed in the
fuzzy controlling systems.

Fuzzification block: It is used to convert the inputs into fuzzy sets.

Interference engine block: It identifies the degree of similarity between the present input in
accordance with every rule and determines which rule has to be thrown out to the input parameter.

Defuzzification block: The fuzzy sets attained through the engine are converted into values of
crispness through this block.

3.2 Basic Terms and Definitions
CIS: CIS stands for cloud infrastructure services. It is the accumulation of hardware and software

features that aid in the cloud computing mechanism. It could contain the computational power, data
storage mechanism, the interface between the input and the output. Cloud infrastructure services can
provide low proprietorship of low cost, high flexibility and scalability. The cloud infrastructure services
are available for the private, public and hybrid cloud environments.

CSP: CSP stands for cloud service provider. It represents a third-party organization that provides
infrastructure services and storage services for the cloud-based platform. The services are provided on
demand. For instance, data storage and computation power can be attained without the user’s direct
active contact.

CSR: CSR stands for Certificate signing request. It is a message that is encrypted and sent from
the digital certificate applicant’s SSL (secure socket layer) to the certificate authority.

3.3 VIKOR Method or Compromised Ranking Method
VIKOR stands for “Vlse Kriterijumska Optimizacija I Kompromisno Resenje”. It provides an

optimized and compromised solution between the multiple criteria available. It can be utilized when
the decision maker requires a solution almost nearer to the ideal one. It works on tracing out a
compromised solution in the presence of conflicts among the available alternatives. This is done by
ranking the alternatives. The compromise ranking method is one of the effective methods for selecting
a particular group of values from a wide variety of alternatives available. It helps in ranking based on
the close of the required values with the values of the alternatives.



512 IASC, 2023, vol.37, no.1

Kq
i =

∑m

j=1

[
Vj(Gj

∗ − Gji
∗
)

Gj − Gj
−

]q

(1)

j ≤ q ≤ ∞; i = 1, 2, 3 . . . . . . I

The value of Kq, I in the above equation represents the distance between the alternative solution
and the ideal solution. It can be expressed, in other words, by the extent to which the alternative is
useless and non-useless. The number of the existing alternatives is represented by I, Ai indicates the
alternative options and Gij represents the value of evaluation of the ith criteria in accordance with the
alternative Aj. The distance between the alternative Aj and the ideal solution is given by Kq
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The compromised ranking method uses two important criteria for making the decisions. They
are the weight of the criteria and the weight of the utility. Vi represents the weight of the criteria,
and the weight of the utility is represented by w. W. represents the maximum use of the group. The
compromised ranking index Gi is given by the following equation.

Gi = u
Ri − R∗

R−R∗ + (1 − u)
Ti − T ∗

T−T∗ (4)

R∗ = Mini Ri, R− = Maxi Ri

T∗ = Mini Ti, T− = Maxi Ti

As already mentioned, u represents the useful value of the largest group and (1 − u) the usefulness
of the individual parameter.

The compromised modified ranking method differs from the traditional compromised ranking
method in the following aspects.

� The traditional ranking method cannot point out the variations in the performance values that
prevail between the status quo and the ideal point.

� Due to this, the ideal value for the positive case is R∗ = 0; the ideal value for the negative case
is R− = 0. The ideal value for the positive case is T∗ = 0; the ideal value for the negative case is
T− = 0 to get the appropriate index value for Z.

� When u is greater than 0.5, the 0 ≤ u ≤ 1, R is greater than T and when u is lesser than 0.5, it
indicates that T is greater than R.

� When u is equal to 1, it indicates the decision-making process for the maximum group utility
approach.

� When u is equal to 0, it indicates the decision-making process for the minimum group utility
approach of the individual target.
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for i = 1, 2, 3I .n (5)

Gmod
i = u[(Ri − 0)/(1 − 0)] + (1 − u)[(Ti − 0)/(0 − 1)] (6)

When Gi
mod is simplified, we get

Gmod
i = u(Ri) + (1 − u)Ti

The final compromised solution can be improvised based on the two conditions, condition 1 and
condition 2.

Condition 1: Advantage that is acceptable

G
(
CIS(2)

) − G
(
CIS(1)

) ≥ Z

where CIS(1) is the alternative and Zmod is represented by

Zmod maxi G
mod maxjGmod

j
i

where Z represents the total count of available alternatives.

Condition 2: Stability that is acceptable

CIS(1) is the ranked to be the best in Rj. Hence CIS(1) can be taken as the compromised solution
only if both the conditions are satisfied. If any of these conditions are not satisfied, then

Condition 1 is not satisfied: set of (CIS(1), CIS(2), . . . . . . . CISI) will be taken as the solution that
is best.

Condition 2 is not satisfied: CIS(1), CIS(2) will be taken as the solution that is best.

3.4 Cloud Service Selection
This paper’s cloud service selection method consists of nine consecutive steps. These steps aid the

CSR and CSP to,

• A detailed description of the distinguishing alternatives of the CIS concerning the trust utilizing
which the CSP can attain the requirements of the trust before dispatching the data into the
cloud.

• Provide the necessary improvement that has to be done to the CIS by the CSRs to attain the
ideal trust level.

The block diagram representation of the compromised ranking method is shown in Fig. 4.

Step 1: Identification of the alternative or optional sets.

� A set of A optional sets: CIS = (CIS1, CIS2, CIS3, . . . . . . . . . . . . . CISa)
� A set of B optional sets: C = (C1, C2, C3, . . . . . . . . . . . . . . . . . . . . . . . . Cb)
� A set of C optional sets: DM = (DM1, DM2, DM3, . . . . . . . . . . DMc)
� A fuzzy rating set: CISj (1, 2, 3 . . . . a) and criteria Ci (i = 1, 2, 3 . . . . b),

K {kji, I = 1, 2, 3 . . . .. b}
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Figure 4: Steps involved in the fuzzy VIKOR (compromised ranking) method

Step 2: The membership functions are defined in this step along with the linguistic variables. The
fuzzy numbers and the linguistic variables are listed in Table 1.

The fuzzy numbers and the linguistic variables with respect to the alternate options given in
Table 2.

Table 1: Fuzzy numbers and the linguistic variables

Linguistic variables Fuzzy number

Very minimum (Vmin) (0.000, 0.000, 0.250)
Minimum (Min) (0.000, 0.250, 0.500)
Moderate (Mod) (0.250, 0.500, 0.750)
Maximum (Max) (0.500, 0.750, 1.000)
Very maximum (Vmax) (0.750, 1.000, 1.000)

Step 3: Two major criteria are used for the computation of the weight of the fuzzy and the rating
of the options for constructing the decision-making matrix. The jth option fuzzy rating with respect
to the criteria I of the decision maker q be Hjiq = (Hji1, Hji2, Hji3) and the weight of importance of the
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criteria I provided by the decision maker q is represented by Vjiq = (Vji1, Vji2, Vji3). Hence the prominent
weight of every criterion and the rates of fuzzy of the alternatives are given by the following equations.

Table 2: Fuzzy numbers and the linguistic variables with respect to the alternate options

Linguistic variables Fuzzy number

Very bad (0.000, 0.000, 2.500)
Bad (0.000, 2.500, 5.000)
Fair (2.500, 5.000, 7.500)
Good (5.000, 7.500, 10.00)
Very good (7.500, 10.00, 10.00)

Vi = 1
q

∑q

q=1

[
Vjiq

]
(7)

Hi = 1
q

∑q

q=1

[
Hjiq

]
(8)

The aggregation functions are used for the development of the decision based matrix. The decision
matrix can be used to solve the problems related to the CIS.

D =
⎛
⎜⎝

H11 . . . H1n

...
. . .

...
Hm1 · · · Hmn

⎞
⎟⎠ (9)

V =

⎡
⎢⎢⎣

V1

V2

:
Vn

⎤
⎥⎥⎦ (10)

Step 4: The brittle values of the fuzzy weights can be calculated with the help of the defuzzification
method related to the centre-of-area approach. The centre of area defuzzification method is used to

defuzzify the decision-making matrix, and it is represented by the following formula

∫
μ(y).ydy
μ(y)dy

.

Step 5: Identify the maximum value of Gj
∗ and the minimum value of Gj

− for all the criteria. Here
j = 1, 2, 3 . . . . m represents the total number of available criteria.

Gj
∗ = MaxjGji

Gj
− = MinjGji

Step 6: The ranking values of the concordance and discordance are calculated for the alternatives.

Step 7: The compromised ranking index Gi
mod is calculated.

Step 8: The order strategy in increasing order will be used to sort the alternatives depending upon
the values of Rj, Tj

mod and Gj
mod. The resultant values will be segregated as a group of three ranking

tables.
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Step 9: The optional parameter for the compromise solution will be attained through the two
conditions, condition 1 and condition 2.

4 Results and Discussion

The evaluation of and selection procedure of the CSP is provided using an example. Five
alternatives of CSP are denoted by A and about fifteen criteria have been defined and represented
by D. The various steps used in the evaluation and the selection are given below.

Step 1: The group of sets, decisions and alternatives are selected as the initial step.

Assume that CSR Z is in search to select the best option from the five options (CIS1, CIS2, CIS3,
CIS4, CIS5). These alternatives will be evaluated by a group of five decision makers D ( D1, D2, D3,
D4, D5) under the fifteen different criteria. The criteria that have been considered for evaluation are
listed in Table 3.

Table 3: Criteria and their parameters

Criteria Parameter

C1 Auditability
C2 Agreement
C3 Astringent experience
C4 Data proprietorship
C5 Simplicity of performing business
C6 Authority
C7 Proprietorship
C8 Benefactor business steadiness
C9 Benefactor certifications
C10 Benefactor bond
C11 Benefactor ethicality
C12 Benefactor private necessities
C13 Benefactor supply chain
C14 Security competences
C15 Sustainability

The criteria selection for the evaluation has been taken from the service management index given
by CSMIC 2011. These criteria can be used to evaluate the CIS characteristics of the CSPs. This, in
turn, helps in the development of trust in the CSR of any CSP. The decision-makers have to check out
all the trust criteria of available alternatives and select one of the best among them. This is illustrated
in Fig. 5.

Step 2: The five decision-makers are used for selecting the linguistic variables and the membership
functions. These are used for the selection of the prominent criteria of the weight and the assessment
ratings of the available optional alternatives through every criterion. The decision-makers for different
criteria have been tabulated in Table 4.
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Figure 5: Diagrammatic representation of the numerical example

Table 4: Decision makers for different criteria

Criteria Decision makers Criteria Decision makers

C1 (Max, Max, Max, Vmax, Max) C9 (Vmax, Vmax, Vmax, Max, Max)
C2 (Max, Max, Vmax, Vmax, Max) C10 (Vmax, Vmax, Vmax, Max, Max)
C3 (Mod, Max, Max, Mod, Mod) C11 (Min, Min, Mod, Min, Min)
C4 (Min, Min, Mod, Min, Min) C12 (Max, Max, Max, Vmax, Max)
C5 (Max, Mod, Max, Max, Max) C13 (Max, Mod, Max, Max, Max)
C6 (Max, Vmax, Vmax, Max, Max) C14 (Vmax, Vmax, Vmax, Max, Max)
C7 (Mod, Max, Mod, Mod, Mod) C15 (Max, Mod, Max, Mod, Max)
C8 (Max, Mod, Max, Mod, Mod)

Step 3 and step 4: Change the linguistic terms into fuzzy numbers that are triangular and cumulate
the fuzzy weights of the criteria and the alternatives using the equations provided. Table 6 represents
the various brittle values of the weights and the ratings of the optional alternatives. The variation of
PCS with weight values for different criteria is shown in Table 5, and a graphical representation of the
PCS value to different weights is shown in Fig. 6.

Table 5: Variation of PCS with weight values for different criteria

Weights Criteria First PCS Second PCS Third PCS Fourth PCS Fifth PCS

0.76 C1 7.4 3.2 7.7 2.4 6.4
0.82 C2 4.3 6.1 7.6 3.6 7.9
0.64 C3 6.2 3.7 7.8 2.1 5.1
0.30 C4 7.1 8.4 7.6 6.2 4.2
0.74 C5 3.2 8.4 5.6 7.6 2.4
0.80 C6 2.2 7.1 7.6 1.8 8.2
0.56 C7 5.6 8.4 8.2 6.2 5.2
0.63 C8 7.6 7.4 8.6 7.9 6.7

(Continued)
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Table 5: Continued
Weights Criteria First PCS Second PCS Third PCS Fourth PCS Fifth PCS

0.79 C9 5.4 8.0 4.6 3.2 3.6
0.79 C10 6.3 6.4 5.6 6.1 4.1
0.18 C11 8.4 7.5 8.2 4.2 8.7
0.79 C12 4.7 6.1 7.6 3.7 7.5
0.69 C13 5.2 6.7 4.5 7.1 3.2
0.76 C14 6.2 7.1 7.6 3.1 5.6
0.56 C15 3.4 4.4 8.2 3.0 4.7

Table 6: Difference between Gj
∗ and Gj

−

Criteria Maximum value of Gj
∗ Minimum value of Gj

− Difference between Gj
∗ and Gj

−

(i.e.,), (Gj
∗ − Gj

−)

C1 7.7 2.2 5.5
C2 7.7 3.4 4.3
C3 7.5 2.0 5.5
C4 8.4 4.0 4.4
C5 8.4 2.2 6.2
C6 8.0 1.5 6.2
C7 8.4 5.0 3.4
C8 8.4 6.5 1.9
C9 8.0 3.2 4.8
C10 6.4 4.0 2.4
C11 8.7 4.2 4.5
C12 7.5 3.5 4.0
C13 7.0 3.2 3.8
C14 7.4 3.0 4.4
C15 8.0 3.2 4.8

Step 5: The maximum value of the Gj
∗ and the minimum value of the Gj

− have been determined and
are tabulated in Table 6. The graphical representation of criteria vs. the minimum and maximum value
of Gj

∗ and Gj
− respectively is shown in Fig. 7. Graphical representation of criteria vs. the difference

value of Gj
∗ and Gj

− is shown in Fig. 8.

Step 6 and step 7: The values of the concordance (Ri), discordance (Ti
mod) and computational

ranking index (Gi
mod) are calculated and tabulated in Table 7. Fig. 9 shows the variation of Ri, Ti

mod

and Gi
mod for different CIS.

Step 8: The ranking of Ri, Ti
mod and Gi

mod are sorted and ranked in the ascending order. These
values are plotted in Table 8.
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Table 7: Variation of Ri, Ti
mod and Gi

mod for different CIS

Optional alternatives available

CIS1 CIS2 CIS3 CIS4 CIS5

Ri 5.2 3.1 1.8 7.2 5.7
Ti

mod 0.96 0.82 0.76 1.0 1.0
Gi

mod 3.1 1.8 1.4 4.3 3.2
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Figure 9: Variation of Ri, Ti
mod and Gi

mod for different CIS

Table 8: Ranking of Ri, Ti
mod and Gi

mod with respect to CIS

Ri CIS4 >> CIS5 >> CIS1 >> CIS2 >> CIS3

Ti
mod CIS3 >> CIS2 >> CIS1 >> CIS5 >> CIS4

Gi
mod CIS3 >> CIS2 >> CIS1 >> CIS5 >> CIS4

Gi
mod values are ranked for six different states and it is tabulated in Table 9 and the variation of

PCS rates for six distinct situations is shown in Fig. 10.

Step 9: The resultant compromised solution has been calculated and it is shown in Table 10. Fig. 11
shows the graphical representation of maximum Gi

mod, minimum Gi
mod and Zmod.

It is seen that CIS3 has an advantage and it is said to be the best rank in Ti
mod. Therefore CIS3

can be the compromised solution as it satisfies both the earlier-mentioned conditions. The reason for
considering three different states is to estimate the changes in the values to the changing parameters.
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Table 9: Ranking of Gi
mod values

Optional
alternatives

Situation 1 Situation 2 Situation 3 Situation 4 Situation 5 Situation 6

Rate Rank Rate Rank Rate Rank Rate Rank Rate Rank Rate Rank

First PCS 0.94 Rank 3 1.86 Rank 3 2.62 Rank 3 3.43 Rank 3 4.26 Rank 3 5.2 Rank 3
Second PCS 0.80 Rank 2 1.24 Rank 2 1.67 Rank 2 2.22 Rank 2 2.54 Rank 2 3.1 Rank 2
Third PCS 0.74 Rank 1 0.96 Rank 1 1.20 Rank 1 1.45 Rank 1 1.66 Rank 1 1.8 Rank 1
Fourth PCS 1.00 Rank 4 2.27 Rank 5 3.55 Rank 5 4.85 Rank 5 6.13 Rank 5 7.2 Rank 5
Fifth PCS 1.01 Rank 5 1.93 Rank 4 2.83 Rank 4 3.78 Rank 4 4.69 Rank 4 5.4 Rank 4
Compromised
result

CIS3, CIS2 CIS3 CIS3 CIS3 CIS3 CIS3

(a) (b)

(c) (d)

(e) (f)

Figure 10: The variation of PCS rates for six distinct situations
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Table 10: Compromised solution

Maxi Gi
mod Mini Gi

mod Zmod

4.1 1.2 0.24

Figure 11: Graphical representation of maximum Gi
mod, minimum Gi

mod and Zmod

5 Conclusion

The trust level associated with the cloud service providers and requesters has become an impor-
tant factor. The proposed work introduces a modified computational ranking method (also called
improvised VIKOR) for decision-making in public cloud environments. The underlying parameter of
the entire proposed work deals with the utilization of fuzzy logic. The computational ranking method
has been segmented into nine different steps. These steps have been evaluated utilizing a numerical
example, and the simulation results have been stained for six distinct situations. This proposed work
shall be further improved by employing an optimization algorithm and fuzzy logic to achieve a better
level of ranking systems.
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