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ABSTRACT

In order to enhance the accuracy of Air Traffic Control (ATC) cybersecurity attack detection, in this paper, a
new clustering detection method is designed for air traffic control network security attacks. The feature set for
ATC cybersecurity attacks is constructed by setting the feature states, adding recursive features, and determining
the feature criticality. The expected information gain and entropy of the feature data are computed to determine
the information gain of the feature data and reduce the interference of similar feature data. An autoencoder is
introduced into the AI (artificial intelligence) algorithm to encode and decode the characteristics of ATC network
security attack behavior to reduce the dimensionality of the ATC network security attack behavior data. Based on
the above processing, an unsupervised learning algorithm for clustering detection of ATC network security attacks
is designed. First, determine the distance between the clustering clusters of ATC network security attack behavior
characteristics, calculate the clustering threshold, and construct the initial clustering center. Then, the new average
value of all feature objects in each cluster is recalculated as the new cluster center. Second, it traverses all objects
in a cluster of ATC network security attack behavior feature data. Finally, the cluster detection of ATC network
security attack behavior is completed by the computation of objective functions. The experiment took three groups
of experimental attack behavior data sets as the test object, and took the detection rate, false detection rate and
recall rate as the test indicators, and selected three similar methods for comparative test. The experimental results
show that the detection rate of this method is about 98%, the false positive rate is below 1%, and the recall rate
is above 97%. Research shows that this method can improve the detection performance of security attacks in air
traffic control network.
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1 Introduction

With the continuous rapid development of China’s national economy and a series of advances
in the aviation field, the development of the air transport industry has entered a new development
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field [1]. In order to meet the rapid development of the aviation market, more aviation enterprises
have been established, and the operation capacity of major airlines has also been rapidly improved.
Aviation enterprises continue to launch new routes and maintain close ties with international routes.
It can be said that the development of air traffic has achieved a steady rise [2]. The air traffic control
department bears important responsibilities as an important guarantor of aviation safety operations.
Air traffic control department managers can quickly dispatch and improve air routes and air traffic
flow according to the air network, which is the key to the safe and stable operation of aviation
enterprises. The effective control of air traffic control network is an important task in air traffic
control operation system. The network structure is obviously different from the general network,
and it is more critical [3]. If the ATC network suffers from security attack, it will lead to irreversible
disaster. Therefore, the safety of air traffic control network is an important support for the steady-
state development of the aviation industry. Air traffic control network will also have security attacks
in operation, which will seriously affect the safety of air traffic control network [4]. Therefore, the
detection and early warning of air traffic control network security attacks is particularly critical.
Therefore, researchers in this field have designed many methods for the detection of security attacks
on air traffic control networks and have achieved certain results.

In machine learning and deep learning methods, reference [5] points out that due to the continuous
expansion of network scale, the network environment is faced with diversification and more and more
intrusion attacks, which threaten network security. The application of machine learning and deep
learning methods significantly improves the performance of network attack detection. Although this
method improves the detection accuracy, it is complicated and has some limitations in the application
of machine learning algorithms. In Fourier transform and entropy methods, reference [6] argues that
one problem that automated attack tools cannot solve is the inevitable repetition or periodicity of
traffic data, which is an important feature of effective attack detection. Several researchers have
proposed to detect attacks by analyzing the frequency domain information or information entropy
of network communication signals or network packets. This method is more convenient, faster, and
more widely applicable. In the perfect Bayes-Nash equilibrium method, reference [7] replaces the
solution of the Nash equilibrium problem with the benefit (reward) maximization problem through
the deep combination of the subgame perfect Nash equilibrium (NE) of the dynamic game with
complete information and the Bayesian Nash equilibrium (BNE) of the static game with incomplete
information. Reference [8] studied a dynamic kernel convolutional neural network optimized based
on a multi-population genetic algorithm to identify their malicious intentions and effectively detect
malicious behavior in the cloud environment to achieve higher accuracy. Reference [9] proposes a
grouped convolutional neural network model based on feature correlation for learning and recon-
structing security data to deal with the network threat detection problem in the Internet of Things,
and proves the advantages of this method in dimension reduction and performance. In addition, in
order to evaluate the effectiveness of this method, a representative signal game with a specific value is
investigated theoretically. The effectiveness of this method is proved from the practical point of view.
However, this method does not carry out further detection according to specific attack behavior in the
attack behavior detection, and needs further improvement.

The data generated by the ATC network is huge and diverse, including network traffic, log records,
alert information, etc. These data have a high dimension and contain a large number of features, such
as source Internet Protocol (IP) address, target IP address, protocol type, port number, etc., which
make the processing and analysis of data become complex. At present, there is little research on ATC
network security performance. Therefore, to improve the security performance of air traffic control
networks, this paper proposes a novel clustering detection method for the security attack behavior
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of air traffic control networks. This study aims to improve the clustering detection method for air
traffic control network security attacks, in order to address the current problems in the field of air
traffic control network security. Firstly, in feature extraction, a recursive feature addition method
is introduced to extract more representative and discriminative network security attack features by
training a model on a large amount of existing data. Secondly, in data feature preprocessing, the
original features are optimized by combining the expected information gain and entropy values with
the data dimensionality reduction algorithm to reduce data interference and improve the accuracy
and efficiency of the subsequent clustering analysis. Finally, in the process of clustering detection, an
unsupervised learning algorithm is used to cluster and group the network security attack behavior data
according to the cluster threshold. Based on the results of the clustering analysis, the objective function
is computed to further identify potentially unknown attack types. Through the above improvements,
the aim is to improve the detection accuracy of air traffic control network security attacks, enhance
the security protection capabilities of the air traffic control network, and effectively respond to the
constantly evolving network security threats. The specific structure of this paper includes:

(1) The feature set of air traffic control network security attack behavior is obtained by recursive
feature addition method, and the feature extraction of air traffic control network security attack
behavior is realized by determining the key degree of the feature;

(2) The automatic encoder in the artificial intelligence algorithm is introduced to encode and
decode the characteristics of ATC network security attack behavior to achieve dimensionality reduc-
tion processing of ATC network security attack behavior data;

(3) Through the design of an unsupervised learning algorithm for the cluster detection of air traffic
control network security attack behavior, the cluster detection of air traffic control network security
attack behavior is completed;

(4) The performance of the proposed method was verified through experiments, and relevant
conclusions were drawn.

2 Materials & Methods
2.1 Feature Extraction

In the cluster detection of the security attack behavior of ATC networks, the characteristics of
the security attack behavior are key to reflect all anomalous behaviors. Therefore, we should first
determine the characteristics of different attack behaviors [10]. Subsequent cluster detection studies
are then performed based on the obtained features. Air traffic control network security attack behavior
refers to the behavior of interfering with the air traffic control network system during its operation
and endangering the stability and integrity of the network. The appearance of this kind of behavior
is a destructive behavior carried out by external intruders with the help of a series of malicious
behavior codes. The general network security attack behavior intrusion form [11–13] is similar to the
ATC network security attack behavior, but its network security attack behavior is still quite different.
Therefore, in order to ensure the safe and stable operation of the air traffic control network, this paper
first extracts the characteristic data of air traffic control network security attack behavior, and on this
basis, carries out more in-depth research.

In feature extraction for ATC network security attack behavior, recursive feature addition is used
to extract the attack behavior. This algorithm is an iterative feature extraction algorithm, which is fast
in feature extraction and can capture the most core features. An example of the implementation of this
algorithm for feature extraction is shown in Fig. 1:
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Figure 1: Example diagram of recursive feature addition and feature extraction

As shown in Fig. 1, the numbers 0 and 1 in the figure respectively represent the two states that a
feature of ATC network security attack behavior is not selected and selected, and the solid line and
dotted line in the figure respectively represent the critical degree and non critical degree of the feature.
Considering that the attack behavior is highly dynamic, attackers constantly change attack strategies
and means to avoid detection and defense measures [14–16]. Therefore, it is assumed that there is a
certain feature dataset of ATC network security attack behavior, and the three features of the feature
dataset are denoted as 0 or 1. Define the characteristics of ATC network security attacks in the ATC
collection, and set the status of relevant characteristics. The obtained characteristics of ATC network
security attack behavior are represented as:

D = {d1, d2, . . . dn} (1)

In formula (1), D represents the feature set of air traffic control network security attack behavior,
d1, d2, . . . dn represents the composition of characteristics of ATC network security attack behavior, and
n represents the number of feature vectors [17–19].

Set the characteristic state of air traffic control network security attack behavior in this set, and
the obtained characteristic state set:

D (s) = {d1 (s) , d2 (s) , . . . dn (s)} (2)

In formula (2), s represents the set characteristic state value
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Based on the above settings, the result of feature extraction for this attack behavior through
recursive feature addition:

F (s) =
∑

D
s∈D∑

s

(dn (s)) (3)

In formula (3), F (s) stands for the network security attack behavior characteristics of air traffic
control stored in the empty set.

After extracting the feature data of the security attack behavior of ATC networks, the criticality
of the features is mainly determined by the correlation analysis of the features of the security
attack behavior. In the detection of the correlation between the characteristic data of the ATC
network security attack behavior, the cross correlation test index is used to study the correlation
of the characteristics, and the correlation is set to 0.3 as the standard to determine whether the
characteristic data of ATC network security attack behavior is the key characteristic data. When
the correlation value of characteristic data of network security attack behavior is larger, it reflects
that the extracted characteristics are more critical [20–22]. After adding the recursive features, the
optimal features for the secure attack behavior of the ATC network are extracted step by step. Set the
characteristic correlation coefficient of ATC network security attack behavior as V. when calculating
the characteristic correlation coefficient, calculate its correlation through the Eta coefficient. The
results are as follows:

V =
√

x2

N (k − 1)
(4)

Eta =
∑

(y − y)
2 − ∑

(y − yi)
2∑

(y − y)
2 (5)

In the above formula, x2 represents the chi square statistic, k represents the smaller actual
characteristic value of air traffic control network security attack behavior, y represents the mean of
all characteristic variables of air traffic control network security attack behavior, and yi represents
the mean value of all data corresponding to the characteristic variable i of network security attack
behavior [23].

According to the above calculation, the correlation coefficient between the characteristics of air
traffic control network security attack behavior:

Ci =
{

V y ∈ symbol features

Eta y ∈ Numerical characteristics

}
(6)

In formula (6), Ci represents the correlation coefficient result between the characteristics of air
traffic control network security attack behavior.

Finally, based on the above analysis, the key feature code set of the air traffic control network
security attack behavior extracted is shown in Table 1:
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Table 1: Key feature set of air traffic control network security attack behavior

Feature name Characteristic number Continuous state

dst_bytes 1 Continuous
src_bytes 5 Continuous
service 3 Dispersed
num_root 15 Continuous
rerror_tate 23 Dispersed

2.2 Research on Data Feature Preprocessing of Air Traffic Control Network Security Attack Behavior

Based on the extracted features of the air traffic control network security attack behavior data,
further research is needed to pre-process the features of the air traffic control network security attack
behavior data due to the large amount of extracted feature data and different attributes. Before
preprocessing, the information gained from the feature data is calculated to determine the most
relevant feature in the data of air traffic control network security attack behavior [24–26]. This can
reduce the interference of similar feature data and reduce the difficulty and complexity of subsequent
detection.

Set the annotated feature sample dataset of air traffic control network security attack behavior
data as A. If the features in this dataset share m categories, the expected information gain of the feature
data in that category is calculated using the following formula:

Gi = −
m∑

i=1

si

s
log2

si

s
(7)

In formula (7), si represents the number of samples in Class i, and Gi represents the expected
information gain value.

Assuming that the value contained in the characteristics of ATC network security attack behavior
data is fixed, it can be divided into training sets. At this time, it is necessary to determine the entropy
value of the characteristics of ATC network security attack behavior data, and its calculation formula:

E (A) =
n∑

j=1

s1j + s2j + . . . smj

s
× (

s1j + s2j + . . . smj

)
(8)

In formula (8), E (A) represents the entropy value of the obtained air traffic control network
security attack behavior data features, and sj represents the j class value in the feature category [27].

Based on the above calculations, the information gain result of the final data characteristics of air
traffic control network security attack behavior is determined as:

Gain (E) = Gi − E (A) (9)

In formula (9), Gain (E) represents the information gain of the data characteristics of air traffic
control network security attacks. Through the gain result, the continuous variable Discretization in
the extracted feature data can be determined, that is, the correlation degree of each type of feature
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can be obtained to avoid the interference of similar feature data, which is also a processing method in
feature data preprocessing.

After calculating the information gain of the ATC network security attack behavioral data
features, the relevance of each type of feature is effectively determined and the interference of similar
feature data is reduced. Based on this, the dimensionality of ATC network security attack behavior
is higher due to the large difference between the characteristic data and the general data. Further
dimensionality reduction processing is required during preprocessing to improve the efficiency of
subsequent clustering detection [28–30]. Therefore, in this paper, we introduce an autoencoder for
Artificial Intelligence (AI) algorithms to reduce the dimensionality of the characteristics of air traffic
control network security attacks. The automatic encoder can gradually convert specific features into
abstract features, and can well realize the nonlinear conversion from high-dimensional data to low-
dimensional data. In the dimensionality reduction process, this is achieved by two steps of encoding
and decoding. The specific implementation process is as follows:

(1) The encoding execution from the input layer to the hidden layer involves inputting the sample
data of air traffic control network security attack behavior characteristics into the input layer and
hidden layer of the automatic encoder for encoding, namely:

f (x) = hf (w1x + b1) (10)

In formula (10), f (x) represents the coded Activation function model, hf represents the input
initial feature sample set, w represents the feature weight parameter, and b represents the offset value.

(2) Further input the above feature data into the output layer to complete the decoding work,
namely:

g (x) = hf (w2x + b2) (11)

In formula (11), g (x) represents the decoder decoding function model.

(3) Reconstruct the characteristic error of air traffic control network security attack behavior.
When performing dimensional processing, the automatic encoder minimizes the difference between the
input sample vector and the output result vector. During its dimensionality reduction process, it trains
the characteristic data of air traffic control network security attack behavior and conducts reasonable
parameter search to make the dimensionality reduced characteristic data closer to a reasonable value
[31–33]. Therefore, the error of its reconstruction can be defined as:

p (x) = 1
n

∑n

x∈h
L {(x, g (x) [f (x)])} (12)

In formula (12), p (x) represents the reconstruction error, and L represents the difference param-
eter.

(4) Realize dimension reduction feature processing of automatic encoder. The automatic encoder
completes the dimensionality reduction processing by inputting and outputting the reconstruction
error of the security attack behavior characteristics [34–36]. After determining its dimensionality
reduction objective function, it further iterates and updates the weights with the help of the gradient
descent method to realize the dimensionality reduction processing of the security attack behavior
characteristics of air traffic control network. The final results are shown as follows:

U (x) = −
m∑

i=1

[xi log p (x) + (1 − xi)/yi log (1 − p (x))] (13)
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In formula (13), U (x) represents the objective function of dimensionality reduction, xi represents
the i-th feature vector of the input feature dimension sample, and yi represents the i-th feature vector
of the output dimensionality reduced feature sample.

The preprocessing process of data characteristics for air traffic control network security attack
behavior is shown in Fig. 2:
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Figure 2: Pre processing process of data characteristics for air traffic control network security attack
behavior

2.3 Implementation of Clustering Detection for Security Attack Behaviors in Air Traffic Control
Networks
As one of the important subjects of aviation security, air network security is the key to control the

safe and stable operation of air routes, and has become an important research object of aviation risk.
Air traffic control network security attack is a kind of behavior that deviates from the normal network
state. When it is attacked, the deviation is more serious. Therefore, on the basis of attack behavior
feature extraction and preprocessing [37,38], the attack behavior feature data is used as the basic data
for clustering detection of ATC network security attack behavior.

Clustering detection of ATM network security attack behavior aims at aggregating several data
objects with the same characteristics into the same cluster, which is a key way to quickly detect
ATM network security attack behavior based on the similarity between its characteristics. Differences
between different data categories can be obtained through clustering detection results. This algorithm
is an unsupervised learning algorithm. In the detection process, it does not require prior access to data
object labels. By employing a specific algorithm, this approach can directly establish the correlation
between the characteristic data of ATC network security attack behavior, facilitating conclusive
research on detection outcomes. The implementation steps are as follows:

Step 1: Determine the distance between clusters of security attack behavior characteristics [39–43].
Assuming that each cluster is a sample set of ATC network security attack behavior characteristic data,
when calculating the distance between clusters, it is necessary to determine the distance between the set
characteristic data, including the minimum distance, the maximum distance and the average distance.
The calculation formula of these distances is as follows:
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The minimum distance calculation formula:

Dmin

(
di, dj

) = min
x∈di ,y∈dj

dist (x, y) (14)

The maximum distance calculation formula:

Dmax

(
di, dj

) = max
x∈di ,y∈dj

dist (x, y) (15)

The formula for calculating the average distance:

Davg

(
di, dj

) = 1

|di|
∣∣dj

∣∣ ∑
x∈di ,y∈dj

dist (x, y) (16)

In the above formula, di/dj represents the set clustering cluster, and dist (x, y) represents the set
cardinality.

Based on the distance between clusters of air traffic control network security attack behavior
characteristics determined above, the impact of all feature data in the cluster on the distance between
clusters can be comprehensively measured, which is more suitable for improving the robustness of
cluster detection [44–46]. This helps to improve the clustering detection effect of security attack
behavior, make it more adaptable to the complex and changeable network environment, and enhance
the detection and response ability to potential threats. The schematic diagram of cluster distance
variation is shown in Fig. 3:

C
lu

st
er

 d
is

ta
nc

e

0.20

0.15

0.10

0.05

Sample number

p1 p2 p3 p4 p5 p6

Figure 3: Schematic diagram of distance changes in clustering clusters of air traffic control network
security attack behavior characteristics

Step 2: Calculate the clustering threshold for security attack behavior features of the air traffic
control network. By calculating its threshold, the frequency of non feature matching attack behavior
data in cluster detection can be reduced, and the accuracy of cluster detection can be improved [47,48].
The calculation formula for this threshold is:

ri = 1
n

∑
ei (k) /ti, k = 1, 2, . . . n (17)
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In formula (17), ri represents the fixed threshold value of the feature clustering cluster, ei represents
the relevant feature matrix, ti represents the number of clustering times, and k represents the number
of times the clustering threshold is determined.

Step 3: Construct the initial clustering center of the cluster to which the characteristic data of air
traffic control network security attack behavior belongs. Set the feature data set of air traffic control
network security attack behavior as B = {b1, b2, . . . , bm}, randomly select feature data objects from this
set to form their clustering centers, and obtain the following results:

Qi = {xi |d (xi, bi) ≤ d (xi, bi) , i �= l|} (18)

In formula (18), Qi represents the initial clustering center point, and xi/bi represents the randomly
selected feature data.

Step 4: Recalculate the new mean of all feature objects in each cluster as the new cluster center
point. Due to the interference of multiple data in determining the initial cluster center point, the cluster
center taste changes [49]. In order to ensure the stability of the cluster center point, a new cluster center
point was determined, and the results obtained were:

Vi = 1
|Qi|

∑
xi∈Qi

xi (19)

Step 5: All objects in the cluster of ATC network security attack behavior feature data are traversed
and the cluster detection of ATC network security attack behavior is completed by the objective
function computation. The traversal result can be expressed as:

ϕi = dist
(
xi, xj

)∑
Vi (20)

In formula (20), ϕi represents the traversal result [50,52].

The calculation formula for the objective function of clustering detection is expressed as:

ζ =
n∑

i=1

m∑
j=1

ϕi

(
xi, xj

)2
∫

δ (21)

In formula (21), ξ represents the clustering detection result of air traffic control network security
attack behavior, and δ represents the interference term in the clustering detection. Based on the above
content, the overall technical flowchart can be obtained as shown in Fig. 4.

Complete the clustering detection of air traffic control network security attack behavior through
the process shown in Fig. 4, in order to improve the detection performance of air traffic control
network security attack behavior.

3 Results
3.1 Experiment Programme

To validate the feasibility of clustering detection of air traffic control network security attacks in
this paper, a specific scheme is implemented for the experiment. The experimental analysis is conducted
using data on air traffic control network attacks within a certain airline over the past six months.
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Figure 4: Overall technical flowchart

(1) Experimental environment

The experimental environment is as follows: The operating system is win7, the air traffic control
network programming environment is Microsoft Studio Ultimate 2018, and the language is visual
c++. The programming language in this experiment is combined with database technology, which is
SQL 2016. In order to ensure the feasibility of the experiment, the processor of this experiment is inter
core i7-2670qm 2.2 GHz, with 32 g memory and 500 g hard disk.

(2) Experimental dataset

The data of ATC network security attack behavior selected in this experiment comes from the
database SQL 2016. This experiment is a simulation experiment, and three groups of experimental
attack behavior data sets are selected, respectively. Three sets of experimental attack behavior data
sets are respectively (1) nsl-kdd data set: Nsl-kdd data set is a kind of data set for network intrusion
detection research (https://www.unb.ca/cic/datasets/nsl.html), which is an improvement of KDD cup
1999 data set. It contains network traffic data from different types of attacks, including normal
traffic and a variety of attack behaviors, such as DOS, r2l, u2r and probing. (2) Unsw-nb15 dataset:
Unsw-nb15 (https://ieeedataport.org/documents/unswnb15-dataset). This data set collects traffic data
from UNSW network and contains different types of attacks, such as DOS, probing, malware, etc.
(3) Cicids2017 data set (https://www.unb.ca/cic/datasets/ids-2017.html): Cicids2017 data set is based
on the network traffic data set collected by the Canadian Research Center for communication and

https://www.unb.ca/cic/datasets/nsl.html
https://ieeedataport.org/documents/unswnb15-dataset
https://www.unb.ca/cic/datasets/ids-2017.html
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information security (CIC). The data set contains the simulated network traffic data of industrial
control system, and contains a variety of attacks, such as DOS, DDoS, brute force, etc.

The data selected in the experiment is a sampling data set. In order to avoid the contingency of
cluster detection of ATC network security attack behavior in a single experimental data set, 10 data
sets were selected from the selected attack behavior data set for 10 experiments before each group of
experiments. Among them, the attack behavior data in the data set contains several unknown attack
behaviors of corresponding categories, which are masked by known attack behavior data to verify the
effectiveness of the detection method. The data set in the experiment is shown in Table 2:

Table 2: Experimental dataset details

Normal air traffic control
network data/piece

Security attack behavior
data/piece

Attack behavior/class

100 100 3
200 200 5
300 300 6
400 400 8
500 500 10
600 600 11
700 700 13
800 800 14
900 900 15
1000 1000 16

3.2 Experimental Indicator Setting

The experimental indicators selected in this article are the detection rate, false detection rate,
and recall rate of air traffic control network security attacks. The calculation formula for specific
experimental indicators:

(1) Detection rate: The ratio of the sum of the air traffic control network security attack behavior
data correctly identified by this indicator to the total data. The higher the detection rate, the better the
performance of the algorithm detection. The calculation formula:

τi = Pi + Ni

Pi + Ni + Fi + Nj

(22)

(2) Misdetection rate: This indicator reflects the ratio of the amount of data for air traffic control
network security attacks that have been misjudged to the total amount of data for journey behavior.
The lower the detection rate, the better the detection performance of the method. The calculation
formula:

τj = Fi

Ni + Fi

(23)

(3) Recall rate: This indicator refers to the ratio of the amount of correctly detected attack behavior
data to the total amount of attack behavior. The higher the value, the stronger the detection ability.
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The calculation formula for this indicator:

Ri = Pi

Pi + Fi

(24)

In the above formula, Ni represents the amount of data that correctly identifies normal air
traffic control network security behavior as security attack behavior data, Pi represents the amount
of network data that correctly identifies air traffic control network security attack behavior as the
corresponding attack type, Fi represents the amount of data that misjudges the behavior of air traffic
control network security tools as normal behavior data, and Fj represents the amount of data that
misjudges normal behavior data as a certain type of security attack behavior.

3.3 Experimental Process

Based on the analysis of the content in the introduction, it can be seen that the hybrid DBN-
LSTM detection method (reference [5] method), the detection method based on Fourier transform and
entropy (reference [6] method), the perfect Bayesian Nash equilibrium detection method (reference [7]
method), Malicious behavior detection method using self-optimized dynamic nuclear Convolutional
neural network (reference [8] method) and network threat detection method based on CNN privacy
protection (reference [9] method) have achieved good research results in the field of network attack
detection. Therefore, the above method will be used as a comparison method for the proposed method,
and experiments will be conducted on the same experimental data set. The specific experimental
process is as follows:

(1) Detection rate: During the experiment, 8 sets of experimental dataset samples were selected
for analysis and judgment based on known true case labels, and the detection rate index was obtained
according to formula (22).

(2) Misdetection rate: Attack three datasets 50 and 100 times, respectively, use the above method
for classification and judgment, and obtain the misdetection rate indicator according to formula (23).

(3) Recall rate: During the experiment, 8 sets of experimental dataset samples were selected for
classification and judgment using the above method, and the recall rate index was obtained according
to formula (24).

3.4 Experimental Results

In the experiment, the proposed method, mixed DBN-LSTM detection method (reference [5]
method), detection method based on Fourier transform and entropy (reference [6] method), and
perfect Bayesian Nash equilibrium detection method (reference [7] method) were used for experimental
analysis on the same experimental data set. Firstly, the detection rates of four methods for air traffic
control network security attack behavior in the experimental dataset were analyzed, and 10 data
detection rates were analyzed in this experimental set. The obtained results are shown in Fig. 5.

From the results in Fig. 5, it can be seen that there are certain differences in the detection rate of
air traffic control network security attacks using the proposed method, mixed DBN-LSTM detection
method (reference [5] method), detection method based on Fourier transform and entropy (reference
[6] method), and perfect Bayesian Nash equilibrium detection method (reference [7] method). From
the curve in the figure, it can be seen that the detection rate of the proposed method is relatively high
and stable at around 98%, while the detection rates of the other three methods fluctuate to some extent
and are lower than the proposed method, thus verifying the feasibility of the proposed method.
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Figure 5: Comparison results of detection rates for air traffic control network security attack behaviors

The proposed method, mixed DBN-LSTM detection method (reference [5] method), detection
method based on Fourier transform and entropy (reference [6] method), and perfect Bayesian Nash
equilibrium detection method (reference [7] method) were used for clustering detection on three
datasets. The clustering accuracy results were described in Table 3.

Table 3: Clustering accuracy of different methods (%)

Attack category Proposed method Hybrid DBN-LSTM
detection method

Detection Method Based
on Fourier Transform and

Entropy

Perfect Bayesian Nash
equilibrium detection method

Attack 50
times

Attack 100
times

Attack 50
times

Attack 100
times

Attack 50
times

Attack 100
times

Attack 50
times

Attack 100
times

NSL-KDD dataset 97 98 93 91 94 94 94 95
UNSW-NB15
Dataset

97 97 93 92 93 92 94 93

CICIDS2017
Dataset

98 98 92 91 91 90 92 94

Analysis of Table 3 shows that there are certain differences in the clustering accuracy of air traffic
control network security attack behaviors using the proposed method, mixed DBN-LSTM detection
method (reference [5] method), detection method based on Fourier transform and entropy (reference
[6] method), and perfect Bayesian Nash equilibrium detection method (reference [7] method). Among
them, the clustering accuracy of the proposed method is relatively high and stable at around 97%,
while the clustering accuracy of the other three methods is lower than that of the proposed method,
which verifies the feasibility of the proposed method.

The experiment used the proposed method, mixed DBN-LSTM detection method (reference
[5] method), detection method based on Fourier transform and entropy (reference [6] method),
and perfect Bayesian Nash equilibrium detection method (reference [7] method) to detect the error
detection rates of four methods on the same experimental data set. The results obtained are shown in
Fig. 6:
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Figure 6: Comparison results of misdetection rate of air traffic control network security attack behavior

Analyzing the test results in Fig. 6, it can be seen that the false positives of four methods were
detected on the same experimental data set. From the results, it can be seen that the false detection rate
of the proposed method for air traffic control network security attacks remains below 1%. Although
the detection rate of the other three methods shows a certain downward trend, the overall level is still
higher than the proposed method. This also shows that the detection error rate of the proposed method
is lower, verifying the feasibility of this method.

The experiment used the proposed method, mixed DBN-LSTM detection method (reference [5]
method), detection method based on Fourier transform and entropy (reference [6] method), perfect
Bayesian Nash equilibrium detection method (reference [7] method), malicious behavior detection
method using self-optimized dynamic nuclear Convolutional neural network (reference [8] method)
and network threat detection method based on CNN privacy protection (reference [9] method) to
detect the recall rates of four methods on the same experimental data set. The results obtained are
shown in Table 4.

Table 4: Comparison of recall rates for air traffic control network security attack behavior detection
(%)

Experimental
data set
number

Proposed
method

Hybrid
DBN-LSTM
detection
method

Detection
Method
Based on
Fourier
Transform
and Entropy

Perfect
Bayesian
Nash
equilibrium
detection
method

Malicious
behavior
detection
method
using self-
optimized
dynamic
kernel con-
volutional
neural
networks

Network
threat
detection
method
based on
CNN
privacy
protection

1 99 91 93 92 95 94
2 99 91 91 91 95 96
3 99 92 91 93 94 93

(Continued)
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Table 4 (continued)

Experimental
data set
number

Proposed
method

Hybrid
DBN-LSTM
detection
method

Detection
Method
Based on
Fourier
Transform
and Entropy

Perfect
Bayesian
Nash
equilibrium
detection
method

Malicious
behavior
detection
method
using self-
optimized
dynamic
kernel con-
volutional
neural
networks

Network
threat
detection
method
based on
CNN
privacy
protection

4 98 90 90 90 94 94
5 98 90 90 90 94 96
6 98 91 89 90 95 92
7 97 92 91 92 93 93
8 98 90 92 91 94 91
9 98 90 91 93 92 90
10 97 91 90 92 91 92

By analyzing the data in Table 4, we can see that in the same experimental data set, the recall rate
of the six methods is maintained at a relatively high level, higher than 90% as a whole, indicating that
these six methods can detect the air traffic control network security attacks. However, the comparison
of recall rates on each set shows that the recall rate of the proposed method is higher than that of the
other four methods, which is higher than 97%. This is because the proposed method determines the
most relevant features in the ATC network security attack behavior data by calculating the information
gain of the feature data before pre-processing, thus reducing the interference of similar feature data
and making the proposed method have strong detection performance.

Using the method presented in this article, four types of air traffic control network security attack
behaviors, DoS, Malware, DDoS, and Brute Force, were clustered from the experimental dataset to
obtain a set of air traffic control network security attack behaviors. The clustering results are shown
in Fig. 7.

According to Fig. 7a, it can be seen that the behavior of air traffic control network security attacks
is relatively scattered. According to Fig. 7b, it can be seen that the air traffic control network security
attack behavior after clustering using the method in this article consists of four clear categories, with
each category having a relatively long distance, clear boundaries, and no confusion. Experimental
results have shown that the method proposed in this paper can accurately cluster air traffic control
network security attack behaviors, obtaining a set of four different types of air traffic control network
security attack behaviors, and the clustering effect is relatively good.
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Figure 7: Clustering results of air traffic control network security attack behavior

To verify the advantages of the proposed method in the field of attack behavior recognition,
experiments were conducted using the proposed method, mixed DBN-LSTM detection method (ref-
erence [5] method), detection method based on Fourier transform and entropy (reference [6] method),
and perfect Bayesian Nash equilibrium detection method (reference [7] method), malicious behavior
detection method using self-optimized dynamic nuclear Convolutional neural network (reference
[8] method) and network threat detection method based on CNN privacy protection (reference [9]
method). The accuracy, false alarm rate, and false alarm rate during the recognition of attack behavior
were shown in Table 5.

According to Table 5, the accuracy rate, omission rate and false alarm rate of the proposed method
are better to the other five methods. This is because the method of automatic encoder dimension
processing, keep the input sample vector and minimize the difference between the output of the vector,
in the process of its dimension reduction of air traffic control network security behavior characteristic
data training, and the reasonable search parameters, make the characteristics of dimension reduction
data closer to the reasonable value. Therefore, the proposed method has shown favorable results in
terms of checking accuracy, omission rate, and false alarm rate in the clustering detection of ATC
network security attack behavior.
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Table 5: Comparison of recognition performance between different methods

Comparison
item

Proposed
method

Hybrid
DBN-LSTM
detection
method

Detection
method
based on
Fourier
transform
and entropy

Perfect
Bayesian
Nash
equilibrium
detection
method

Malicious
behavior
detection
method
using self-
optimized
dynamic
kernel con-
volutional
neural
networks

Network
threat
detection
method
based on
CNN
privacy
protection

Accuracy/% 97.61 94.12 93.11 93.62 93.85 94.62
Misreporting
rate/%

0.23 2.81 3.61 3.21 0.52 1.72

False alarm
rate/%

0.03 1.96 0.71 1.34 0.21 0.18

The DCP (Detection Cost per Point) value experiment is an indicator used to evaluate the
performance of clustering detection methods. The DCP value can be used to measure the cost required
for clustering detection methods to discover real attack behavior, the cost of reducing false detection
rate while achieving a certain recall rate. Table 6 shows the comparison of DCP values between the
proposed method and the comparison method in detecting attack behavior.

Table 6: Comparison of DCP values between different methods

Number of
samples

Proposed method Hybrid
DBN-LSTM
detection method

Detection method
based on Fourier
Transform and
entropy

Perfect Bayesian
Nash equilibrium
detection method

100 0.041 0.054 0.052 0.071
200 0.043 0.057 0.053 0.075
300 0.046 0.061 0.055 0.078
400 0.047 0.065 0.057 0.082
500 0.047 0.067 0.058 0.086
600 0.051 0.069 0.062 0.090
700 0.052 0.073 0.066 0.097
800 0.054 0.076 0.073 0.104
900 0.056 0.078 0.080 0.111
1000 0.059 0.081 0.088 0.154
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Analysis of Table 6 shows that as the number of samples increases, the DCP values of different
methods in detecting the attack behavior of the research object all increase. The proposed method has
a maximum DCP value of 0.059%, which is significantly reduced compared to the three comparison
methods of 0.081%, 0.088%, and 0.154%, indicating that the proposed method has lower energy
consumption in practical applications.

Shorter detection time allows for faster detection and response to security threats. Therefore,
based on the single detection task time as an indicator, the proposed method, mixed DBN-LSTM
detection method (reference [5] method), detection method based on Fourier transform and entropy
(reference [6] method), and perfect Bayesian Nash equilibrium detection method (reference [7] method)
were used in the experiment to conduct detection time experiments on the same experimental data set.
The time of a single detection task refers to the time from the start of network traffic data analysis
and detection to the final detection results. This includes the time spent on preprocessing data, feature
extraction, clustering algorithm operation, result analysis, and other processes. Take the average of the
experimental results, as shown in Fig. 8:
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Figure 8: Comparison results of single detection task time detection for air traffic control network
security attack behavior

Analyzing the test results in Fig. 8, it can be seen that the single detection task time of four methods
was detected on the same experimental data set. From the results, it can be seen that the maximum
average detection time of a single detection task for the proposed method’s air traffic control network
security attack behavior is 0.45 s. The maximum average detection time for a single detection task of
Hybrid DBN-LSTM detection method, Detection Method Based on Fourier Transform and Entropy,
and Perfect Bayesian Nash equilibrium detection method is 1.02, 1.46, and 0.86 s. From this it can be
seen that the proposed method has a faster single detection task time for air traffic control network
security attacks, verifying the feasibility of this method.

To further explore the clustering detection performance of different methods, SSB was used as
an indicator for testing. Determine the clustering errors of the proposed method, mixed DBN-LSTM
detection method (reference [5] method), detection method based on Fourier transform and entropy
(reference [6] method), and perfect Bayesian Nash equilibrium detection method (reference [7] method)
for six attacks: R2L, U2R, Probing, DoS, DDoS, and Brute Force. The smaller the SSB value, the
higher the similarity between samples within the cluster, and the more accurate the clustering results.
The experimental results are shown in Fig. 9.
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Figure 9: Comparison results of SSB values

Analyzing the test results in Fig. 9, it can be seen that the SSB value of the proposed method
for air traffic control network security attack behavior is less than 2%. The minimum SSB values for
Hybrid DBN-LSTM detection method, Detection Method Based on Fourier Transform and Entropy,
and Perfect Bayesian Nash equilibrium detection method are 2.2%, 2.4%, and 2.7%. From this it can
be seen that the proposed method has a smaller SSB value and better clustering detection performance
for air traffic control network security attack behavior.

4 Discussion

According to the experimental results, the proposed method performs well in testing indicators
such as detection rate, clustering accuracy, false detection rate, and recall rate. The detection rate
remains around 98%, clustering accuracy remains at 97%, false detection rate remains below 1%,
and recall rate is above 97%. However, the experimental results also have some limitations and
uncertainties, and possible sources of error and influencing factors are as follows.

Firstly, the reliability of the experimental results is influenced by the selection and quality of
the dataset. In this experiment, three sets of experimental attack behavior datasets were used as test
subjects, but these datasets may not fully represent various attack behavior situations in the real
world. Therefore, the generalization ability and applicability of the experimental results have certain
limitations.

Secondly, there may be differences in the comparison methods used in the experiment. Although
three similar methods were selected for comparative testing, the specific implementation and param-
eter settings of these methods may be different. Therefore, these differences may have a certain
impact on the experimental results. In addition, other factors that were not considered, such as the
complexity of the algorithm, the quantity and quality of training data, may also have an impact on
the experimental results.

In addition, there are potential sources of error in the experiment. For example, there may be errors
or biases in the data preprocessing process, which may affect the experimental results. In addition, the
selection of evaluation indicators in the experiment may also have an impact on the results, as different
evaluation indicators have different focuses on measuring algorithm performance.
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Finally, the experimental results may also be limited by experimental settings and environmental
conditions. For example, the hardware devices, software tools, and experimental procedures used in
the experiment may have an impact on the experimental results. In addition, there may be other factors
that were not considered in the experiment, such as noise during data collection, bias of specific data
samples, etc., all of which may introduce errors.

In summary, although the experimental results show that the proposed method performs well
on multiple indicators, it is still necessary to pay attention to the limitations and uncertainties of
the experiment. Further research can consider expanding the size of the dataset, increasing the
number and diversity of comparison methods, optimizing the experimental process and the selection
of evaluation indicators to evaluate the performance and robustness of the proposed methods more
comprehensively.

5 Conclusion

Aiming at the problem of air traffic control network security attacks, this paper designs a
solution based on the cluster detection method. The experimental results show that this method
can improve the security level of networks and information systems by extracting the characteristics
of air traffic control network security attack behavior and using unsupervised learning methods to
accurately identify and classify the attack. From an academic point of view, this study provides
a new approach for research in the field of aggressive behavior detection to solve this problem.
The advantages and limitations of attack behavior detection algorithms are better understood by
comparing the performance of different methods. In terms of practical application, the research
provides an effective tool and method for the field of network security, which can be used for practical
defense and monitoring of attack behavior. This is of great significance to enterprises, organizations,
and individuals, and can help improve the level of network security protection.

Future research can further explore the characteristics and behavior patterns of new network
attacks, and develop corresponding clustering detection methods to deal with these new threats. At
the same time, in the field of air traffic control network security, multi-source data, such as network
traffic data, log records, and user behavior, can be integrated and analyzed to improve the accuracy
and robustness of clustering detection methods.
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