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#### Abstract

Data Encryption Standard (DES) is a symmetric key cryptosystem that is applied in different cryptosystems of recent times. However, researchers found defects in the main assembling of the DES and declared it insecure against linear and differential cryptanalysis. In this paper, we have studied the faults and made improvements in their internal structure and get the new algorithm for Improved DES. The improvement is being made in the substitution step, which is the only nonlinear component of the algorithm. This alteration provided us with great outcomes and increase the strength of DES. Accordingly, a novel $6 \times 6$ good quality S-box construction scheme has been hired in the substitution phase of the DES. The construction involves the Galois field method and generates robust S-boxes that are used to secure the scheme against linear and differential attacks. Then again, the key space of the improved DES has been enhanced against the brute force attack. The outcomes of different performance analyses depict the strength of our proposed substitution boxes which also guarantees the strength of the overall DES.
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## 1 Introduction

With rapid development in the field of information technology, it is observed that communication over electronics channels and broadcasting of digital data over the internet is increased. Accordingly, the security of sensitive information against prohibited copying and dissemination has become tremendously imperative. Cryptography is the study of secure communication which is contemplated as a recognized branch of science for the last 60 years. However, it is quite a new area of study comparable to other areas of sciences as each moment carries continual developments. Cryptography is divided into two sub-branches; asymmetric key cryptography, and symmetric key cryptography. This classification is based on the secret key that is used during encryption and decryption. In symmetrickey cryptography, the communicating parties share a secret key confidentially. The algorithms such as Lucifer, DES, Advanced encryption standard (AES), and the International data encryption algorithm (IDEA) are the prominent examples of symmetric key cryptography.
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Data encryption standard (DES) is a symmetric key algorithm designed by IBM. It was adopted and published by the US National Institute of Standard Technology (NIST) in 1971, as a federal information processing scheme. The aim was to provide a secure cryptosystem for the security of sensitive data and information during transmission. This algorithm became a distinguished and broadly used algorithm [1]. In the same way, a considerable number of cryptanalytic papers on DES were published since its acceptance in 1971. In 1977, Diffie and Hellman proposed a parallel machine for the comprehensive search of the complete keyspace [2]. The author claimed was, that very-large-scale integration (VLSI) chips are constructed and each chip probably searches one key per microsecond. The construction of the search machine contains millions of such chips and all working in parallel mode. Each chip is credible to search 1012 keys per second. The order of the set of all keys of DES is $7 \times 10^{16}$ and can be approximately searched in $10^{5}$ seconds that is almost 24 h . The estimated cost of this machine was $\$ 20$ million and hence the cost per solution was \$ 5000. In 1980 Hellman presented a time-memory tradeoff technique for the chosen plaintext attack [3]. The time memory tradeoff method takes $v u$ words of memory and performed $u^{2}$ operations. Since $v u^{2}$ equivalent to the total number of all possible keys for DES. Therefore, this technique is the same as the Differential Cryptanalysis of DES-like Cryptosystems which takes about $2^{38}$ times and $2^{38}$ memory with 256 preprocessing time for a special case $m=t$. The author suggested a special machine that produced about a hundred solutions with an average time of 24 h . The approximate cost of that machine was $\$ 4$ million, so the cost per solution was about $\$ 1-\$ 100$. The processing time for the same machine was estimated and was required two years or three years. In 1985, Evertse and Chaum showed that the meet-in-the-middle attack can decrease the key search for DES [4]. The reduction factors are $2^{19}, 2^{9}$ and $2^{2}$ for the reduced number of rounds 4,5 and 6 respectively. They also claimed that a somewhat altered form of DES having seven rounds can be cracked through the reduction factor of 2. Besides this, they showed that a meet-in-the-middle attack of the same kind is not appropriate for eight or more round reduced DES. In 1987, Davies described a new kind of cryptanalytic attack on DES called it knownplaintext attack [5]. They assumed that sufficient data might produce sixteen linear relationships amid the key bits. Accordingly, it decreases the size of the key search up to $2^{40}$. The correlation among the outputs of the adjacent S-boxes was the main target of the plaintext attack. Since the correlation can disclose the linear relationship between the four bits of the key that is utilized to adjust these S-boxes as an input bit. Moreover, the consequence of the splits 32-bit of DES receives these outputs independently. Thus, each pair of the adjacent S-boxes can be exploited twofold, yielding 16 bits of key information. In 1991, Eli Biham and Adil Shamir designed the differential attacks which applied to various DES-like substitution permutation cryptosystems [5]. This was a powerful attack, which used just the pairs of ciphertexts and broke the DES in a few minutes. According to [6], any modification in the algorithm, for instance, key scheduling of the algorithm, substituting the permutation step by any other permutation, or the change the order of the eight S-boxes cannot make the algorithm less successful against the differential attack. A complete review of these attacks shows that the main targets of this cryptanalysis are the substitution phase which is the only nonlinear part of the algorithm. Since the S-boxes used in the algorithm were not cryptographically strong and thus the DES proved to be insecure against differential attacks.

S-box is one of the most important components in block ciphers, which is used to confuse the relationship between the cipher data and the input key during the process of encryption. Since the confusion-creating capability of the cipher relies on the quality of the S-box. Therefore, the construction of good quality S-box has attracted the cryptographic research community. The S-box construction schemes based on all isomorphic Galois field $G F\left(2^{8}\right)$ is given in [6]. In [7], the author presented a novel S-box construction scheme using a chaotic skew tent map and its image encryption
application. The nonlinear dynamical system exhibits desirable properties that are useful for confusion, so these are widely used for S-box construction [8-10].

Keeping the above facts in view, this manuscript proposed a novel $6 \times 6$ cryptographically strong S-boxes. The proposed S-boxes are then deployed in the Feistel function (FF) of the DES to achieve the substitution transformation which is the necessary step for the confusion criterion. The cryptographic characteristics of the new S-boxes are then analyzed over different analyses such as Differential approximation probability (DP), linear approximation probability (LP), Nonlinearity, strict avalanche criterion (SAC) and bit independent criterion (BIC). The results show that the proposed S-boxes are bijective, highly nonlinear and low costly than AES 8-bit S-box to implement and are almost identical in the term of linear, differential and algebraic properties. Hence, the essential criterion for the substitution step of the DES algorithm is successfully achieved. The major contribution of this paper is to strengthen the DES algorithm against linear and differential attacks.

The rest of this manuscript is organized as follows. In Section 2, we introduced some basic definitions. Section 3 is dedicated to the general principle of DES. The construction of the proposed S-box construction scheme is presented in Section 4. Section 5 is devoted to the performance analyses of the suggested S-boxes. The modified DES is examined using a specific ciphertext and compared the results with the DES in Section 6. Section 7 concluded the discussion.

## 2 Preliminaries

We denote the direct product of $n$ copies of the field $\mathbb{Z}_{p}$ by $\mathbb{Z}_{p}^{n}$ where $p$ is a positive prime integer. The 2 -ary function having a range in $\mathbb{Z}_{2}$ is denoted by $f$ throughout in this study namely Boolean functions, which is defined as $f: \mathbb{Z}_{2}^{n} \rightarrow \mathbb{Z}_{2}$. However, the function $F: \mathbb{Z}_{2}^{n} \rightarrow \mathbb{Z}_{2}^{m}$ is called a vectorial Boolean function.

### 2.1 Definition

Let $f: \mathbb{Z}_{2}^{n} \rightarrow \mathbb{Z}_{2}$ be a Boolean function. Then the nonlinearity of $f$ can be defined as the smallest hamming distance among the set of all affine Boolean functions and the function $f$. The nonlinearity of the function $f$ is denoted by $N_{f}$. Mathematically it can be written as;
$N_{f}=\min \{d(f, a): a \in A\}$
where $d(f, a)$ denote the Hamming distance between $f$ and $a$. The symbol $A$ signifies the set of all affine Boolean functions. Accordingly, the maximum possible $N_{f}$ value of a function $f$ is equal to $2^{n-1}-2^{\frac{n}{2}-1}$.

### 2.2 Definition

Followed by [11], a function $F: \mathbb{Z}_{p}^{m} \rightarrow \mathbb{Z}_{p}^{n}$ is said to exhibit the avalanche effect if and only if the following equation holds.

$$
\begin{equation*}
\sum_{y \in \mathbb{Z}_{p}^{m}} w t\left(F(y) \oplus F\left(X \oplus C_{i}^{m}\right)\right)=n \cdot 2^{m-1} . \tag{2}
\end{equation*}
$$

For all $i(1 \leq i \leq m)$, Eq. (2), implies that the average of one-half of the output bits must be changed whenever one bit is complemented by the input data.

### 2.3 Definition

Followed by [11], let $F: \mathbb{Z}_{p}^{m} \rightarrow \mathbb{Z}_{p}^{n}$ be a function and defined a set
$\partial(x, y)=|\{x \mid F(z+x)-F(z)=y\}|$
The positive integer $\Delta_{F}$ is called differential $\Delta_{F}-$ uniform. The mathematical representation is defined as:

$$
\begin{equation*}
\Delta_{F}=\max _{x \in \mathbb{Z}_{p}^{m}, \quad x \neq 0}^{y \in \mathbb{Z}_{p}{ }^{n}}{ }^{n} \tag{4}
\end{equation*}
$$

## 3 General Outline of DES

DES is a symmetric key encryption scheme, which encrypts a 64-bits block of data. Thus, the input size of the algorithm is 64 -bits and the output size is also 64 -bits. The length of the key is 56 -bits and it is mostly expressed as the block of 64-bits. The 56-bits are used as input key and the remaining eight least significant bits are utilizes for the parity check purpose. DES is consisting of two modules that are product cipher and Feistel cipher. The product cipher is used to combines two or more transformations because the combinations of ciphers are more secure than separated ciphers. A Feistel cipher is the iterated cipher that consists of the sequential repetition of the round functions. The formal definition of the FF is given as follows.

The Feistel Function (FF) is an iterated cipher that maps plaintext of size $n=2 m$. We denote the left t -bits block and right t -bits block of the plaintext by $\mathcal{L}_{0}$ and $\Re_{0}$ respectively. Assume that the FF is consist of $r$ rounds and the output of the $r_{t h}$ round is the ciphertext, thus we denote the ciphertext by ( $\mathcal{L}_{r}, \mathfrak{R}_{r}$ ). The Feistel for $i_{t h}$ round (for $1 \leq i \leq r$ ) is defined as follows;
$\left(\mathcal{L}_{i-1}, \Re_{i-1}\right) \mapsto\left(\mathcal{L}_{i}, \mathfrak{R}_{i}\right)$
$\left(\mathcal{L}_{i}, \mathfrak{R}_{i}\right)=\left\{\begin{array}{c}\mathcal{L}_{i}=\Re_{i-1} \\ \mathfrak{R}_{i}=\mathcal{L}_{i-1} \oplus f\left(\mathfrak{R}_{i-1}, \mathcal{K}_{i}\right)\end{array}\right.$
where $\mathcal{K}_{i}$ is the subkey derived through the key schedule algorithm. In DES the number of rounds $r=16$ and the subkeys size $\mathcal{K}_{i}$ is 48 -bits.

The FF is bijective and thus reversible. So, the same key is used for the encryption and decryption procedure. The Xor is used in the function to combine the output of the round function with the left half using the following equation.
$\mathcal{L}_{i-1} \oplus f\left(\Re_{i-1}, \mathcal{K}_{i}\right) \oplus f\left(\Re_{i-1}, \mathcal{K}_{i}\right)=\mathcal{L}_{i-1}$
Eq. (7), demonstrates that the DES algorithm is independent of the design of the FF. The invertibility of FF does not produce an impact on the invertibility of the DES algorithm. Accordingly, if the function FF is invertible or not, though the DES scheme is always invertible.

## 4 Construction of Galois Fields $\boldsymbol{G F}\left(\mathbf{2}^{6}\right)$ and S-Boxes

The field of order $p$ is a prime field that is denoted by $\mathbb{Z}_{p}$. A polynomial $p(y) \in \mathbb{Z}_{p}[y]$ that cannot factor in the product of polynomials in $\mathbb{Z}_{p}[y]$ is called irreducible polynomials. Let $p(y)$ be an irreducible polynomial in principle ideal domain $\mathbb{Z}_{p}[y]$,. Therefore, the ideal generated by $p(y)$ is a
maximal ideal in $\mathbb{Z}_{p}[y]$. The ideal generated by $p(y)$ is denoted by $\langle p(y)\rangle$ and it is defined as;
$\langle p(y)\rangle=\left\{a(y): a(y)=p(y) . h(y)\right.$, for some $\left.h(y) \in \mathbb{Z}_{p}[y]\right\}$.
Thus, the quotient ring $\frac{\left.Z_{p}[]\right]}{\langle p(y)\rangle}$ is a finite field of order $p^{n}$, which is known as Galois field $G F\left(p^{n}\right)$, where $m$ is the degree of the polynomial $p(y)$. The field $\frac{Z_{p}[l]}{p(y)]}$ consists of all polynomials in the form of the element of the principal ideal domain $\mathbb{Z}_{p}[y]$ having a degree strictly less than $m$. The subtraction and addition operations perform over the field $\mathbb{Z}_{p}$, that are the same operations as performed in $\mathbb{Z}_{p}[y]$. However, the product of the polynomials performs modulo $p(y)$. A polynomial $f(y) \in \frac{Z_{p}(\underline{l}]}{\langle p(y)\rangle}$ is said to be the multiplicative inverse of the non-zero polynomial $g \in \frac{z_{\rho}[(])}{\langle p(y)\rangle}$, if and only if $f(y) g(y) \equiv 1 \bmod p(y)$.

### 4.1 Construction of Galois Fields

This main interest of this study is Galois field $s G F\left(2^{6}\right)$ of order $2^{6}$. To construct the Galois field $G F\left(2^{6}\right)$, initially choose a degree 6 primitive irreducible polynomial $p(y)$ in $\mathbb{Z}_{2}[y]$ and find the root $\beta$ of the polynomial $p(y)$ i.e., $p(\beta)=0$. Subsequently, generate the multiplicative cyclic group $G F\left(2^{6}\right)-\{0\}$ from the root $\beta$ by computing all $\beta^{i}$ for $1 \leq i \leq 2^{6}-1$. Hence each nonzero element of the field $G F\left(2^{6}\right)$ can be expressed as the power of the primitive element $\beta$. We consider the set $\left\{p_{i}(y) \in \mathbb{Z}_{2}[y]: p_{i}(y)\right.$ is irreducible and $\left.1 \leq i \leq 6\right\}$ of all primitive irreducible polynomials of degree 6 , to construct corresponding the Galois Fields $\frac{Z_{p}[l]}{\left\langle p_{i}(v)\right\rangle}, 1 \leq i \leq 6$. Next, these Galois fields are then utilized to construct $6 \times 6 \mathrm{~S}$-boxes. The degree 6 primitive irreducible polynomials and their corresponding Galois fields are listed in Table 1.

Table 1: List of degree 6 primitive irreducible polynomials over $\mathbb{Z}_{2}$

| Primitive polynomials | $\boldsymbol{G F}\left(2^{6}\right)$ | Primitive polynomials | $\boldsymbol{G F}\left(2^{6}\right)$ |
| :--- | :---: | :--- | :---: |
| $\boldsymbol{p}_{1}(\boldsymbol{y})=\boldsymbol{y}^{6}+\boldsymbol{y}+1 ; \boldsymbol{\beta}_{1}$ | $\frac{\mathbb{Z}_{2}[y]}{\left\langle p_{1}(y)\right\rangle}$ | $p_{4}(y)=y^{6}+y^{5}+1 ; \beta_{4}$ | $\frac{\mathbb{Z}_{2}[y]}{\left\langle p_{4}(y)\right\rangle}$ |
| $\boldsymbol{p}_{2}(\boldsymbol{x})=\boldsymbol{y}^{6}+\boldsymbol{y}^{4}+\boldsymbol{y}^{3}+\boldsymbol{y}+1 ;$ | $\boldsymbol{\beta}_{2}$ | $\frac{\mathbb{Z}_{2}[y]}{\left\langle p_{2}(y)\right\rangle}$ | $p_{5}(x)=y^{6}+y^{5}+y^{3}+y^{2}+1 ; \beta_{5}$ |
| $\boldsymbol{p}_{3}(\boldsymbol{x})=\boldsymbol{y}^{6}+\boldsymbol{y}^{5}+\boldsymbol{y}^{2}+\boldsymbol{y}+1 ;$ | $\boldsymbol{\beta}_{3} \frac{\mathbb{Z}_{2}[y]}{\left\langle p_{3}(y)\right\rangle}$ | $p_{3}(x)=y^{6}+y^{5}+y^{4}+y+1 ; \beta_{3}$ | $\frac{\mathbb{Z}_{2}[y]}{\left\langle p_{6}(y)\right\rangle}$ |

### 4.2 Construction of $6 \times 6$-Boxes

The construction of the S-box required a nonlinear bijective map. In the proposed work, we have used the multiplicative inverse function module degree 6 primitive irreducible polynomial $p_{i}(y)$ as a power permutation for the construction of S-boxes. The mapping is defined as follows:
$g_{i}: \frac{\mathbb{Z}_{2}[y]}{\left\langle p_{i}(y)\right\rangle} \rightarrow \frac{\mathbb{Z}_{2}[y]}{\left\langle p_{i}(y)\right\rangle}$
$g_{i}(w)= \begin{cases}w^{-1} & \text { if } w \neq 0 \\ 0 & \text { if } w=0\end{cases}$
The images $g_{i}(w)$ for all $0 \leq w \leq 63$ are then converted into an $8 \times 8$ lookup table, which is the required S-box. Thus, for each degree 6 primitive irreducible $p_{i}(w)$ for $1 \leq i \leq 6$ one can obtain
different S-box denoted by $S_{i}$. Tables 2a-2f depicted the generated S-boxes corresponding to different primitive irreducible polynomials and Galois field $\frac{Z_{2}[l]}{\left\langle p_{i}(y)\right\rangle}$. Section 5, analyzed the proposed S-boxes with well-known analyses such as nonlinearity, BIC, SAC, LP and DP to examine the quality of the S-boxes.

Table 2: Proposed S-boxes

| (a) Proposed S-box $1 \mathbf{S}_{1}$ |  |  |  |  |  |  |  | (b) Proposed S-box $2 \mathbf{S}_{2}$ |  |  |  |  |  |  |  |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| 0 | 1 | 33 | 62 | 49 | 43 | 31 | 44 | 0 | 1 | 45 | 54 | 59 | 18 | 27 | 30 |
| 61 | 54 | 51 | 39 | 26 | 35 | 14 | 24 | 48 | 10 | 9 | 49 | 32 | 62 | 15 | 14 |
| 63 | 2 | 27 | 21 | 56 | 9 | 50 | 19 | 24 | 51 | 5 | 58 | 41 | 56 | 53 | 35 |
| 42 | 4 | 38 | 18 | 10 | 29 | 17 | 60 | 16 | 50 | 31 | 6 | 42 | 38 | 7 | 26 |
| 57 | 37 | 52 | 28 | 46 | 40 | 22 | 25 | 12 | 63 | 52 | 23 | 47 | 61 | 29 | 43 |
| 23 | 15 | 20 | 34 | 11 | 53 | 45 | 6 | 57 | 20 | 28 | 39 | 55 | 2 | 60 | 36 |
| 13 | 47 | 48 | 5 | 7 | 30 | 12 | 41 | 8 | 11 | 25 | 17 | 34 | 22 | 3 | 44 |
| 36 | 8 | 59 | 58 | 55 | 16 | 3 | 32 | 21 | 40 | 19 | 4 | 46 | 37 | 13 | 33 |

(c) Proposed S-box $3 \mathbf{S}_{3}$
(d) Proposed S-box $4 \mathbf{S}_{4}$

| 0 | 1 | 51 | 34 | 42 | 30 | 17 | 56 | 0 | 1 | 48 | 32 | 24 | 63 | 16 | 45 |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| 21 | 53 | 15 | 29 | 59 | 55 | 28 | 10 | 12 | 27 | 47 | 37 | 8 | 26 | 38 | 21 |
| 57 | 6 | 41 | 27 | 52 | 8 | 61 | 48 | 6 | 44 | 61 | 28 | 39 | 15 | 34 | 41 |
| 46 | 33 | 40 | 19 | 14 | 11 | 5 | 43 | 4 | 62 | 13 | 9 | 19 | 60 | 58 | 50 |
| 47 | 25 | 3 | 50 | 39 | 63 | 62 | 36 | 3 | 49 | 22 | 40 | 46 | 11 | 14 | 20 |
| 26 | 18 | 4 | 31 | 45 | 44 | 24 | 32 | 35 | 23 | 55 | 53 | 17 | 7 | 36 | 10 |
| 23 | 60 | 35 | 2 | 20 | 9 | 58 | 13 | 2 | 33 | 31 | 59 | 54 | 43 | 52 | 42 |
| 7 | 16 | 54 | 12 | 49 | 22 | 38 | 37 | 57 | 56 | 30 | 51 | 29 | 18 | 25 | 5 |

(e) Proposed S-box $5 \mathbf{S}_{5} \quad$ (f) Proposed S-box $6 \mathbf{S}_{6}$

| 0 | 1 | 54 | 36 | 27 | 28 | 18 | 20 | 0 | 1 | 57 | 46 | 37 | 26 | 23 | 33 |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| 59 | 12 | 14 | 46 | 9 | 58 | 10 | 47 | 43 | 31 | 13 | 51 | 50 | 10 | 41 | 39 |
| 43 | 62 | 6 | 21 | 7 | 19 | 23 | 22 | 44 | 29 | 54 | 35 | 63 | 60 | 32 | 6 |
| 50 | 48 | 29 | 4 | 5 | 26 | 33 | 34 | 25 | 24 | 5 | 36 | 45 | 17 | 42 | 9 |
| 35 | 30 | 31 | 32 | 3 | 55 | 60 | 45 | 22 | 7 | 55 | 19 | 27 | 4 | 40 | 15 |
| 53 | 57 | 63 | 16 | 61 | 39 | 11 | 15 | 38 | 14 | 30 | 8 | 16 | 28 | 3 | 56 |
| 25 | 51 | 24 | 49 | 56 | 40 | 2 | 37 | 53 | 58 | 12 | 11 | 59 | 48 | 18 | 34 |

### 4.3 Theorem

In [12], Let $l$ be an affine transformation and $g$ be the power permutation with good cryptographic properties in the Galois field $G F\left(2^{m}\right)$, then the affine power affine (APA) composition is defined as follows:
$S(x)=l \circ g \circ l$

The Eq. (10) preserves the cryptographic properties of g and takes on stronger algebraic complexity.

### 4.4 Remark

A composition function of an affine function with a function $g$ on the right-hand side or the left-hand side preserved the properties of linearity and differential uniformity of a function $g$.

## 5 Performance Analyses

An efficient cryptosystem should be secure against all kinds of attacks. Since the security of the block ciphers depends on the choice of the S-box, therefore this section we thoroughly analyzed the performance of the proposed $6 \times 6 \mathrm{~S}$-boxes to figure out the best S-box. The good quality S-box of these S -boxes is then deployed in the proposed modified DES. Besides, we will also compare the obtained results with the super AES 8-bits S-box.

### 5.1 Nonlinearity

In Section 2, the definition of nonlinearity for the Boolean function has been already discussed. The general formula to calculate the upper bound of the nonlinearity of the function $f: \mathbb{Z}_{2}^{m} \rightarrow \mathbb{Z}_{2}$ that is $2^{m-1}-2^{\frac{m}{2}-1}$ [13]. Therefore, the maximum possible nonlinearity for $m=6$ is $N_{\max }=28$. The nonlinearity of all S-boxes is calculated, the resultant values are listed in Tables 3a-3f. It can be seen that overall, the average nonlinearity analyses of the S-boxes are quite good and capable to resist linear attacks. Moreover, from the tables, one can observe that the average nonlinearity of the S-box $S_{1}$ is equal to $S_{2}$. Similarly, the average nonlinearity value of $S_{3}$ is equal to $S_{4}$ and the $S_{5}$ average nonlinearity value is the same as $S_{6}$. Therefore, the pair consists of $S_{5}$ and $S_{6}$ is the best with respect to nonlinearity analysis.

Table 3: Nonlinearity of the proposed S-boxes

| (a). The nonlinearity of the S-box $\boldsymbol{S}_{1}$ |  | (b) The nonlinearity of the S-box $\boldsymbol{S}_{2}$ |  |  |  |  |  |  |  |  |  |  |  |
| :--- | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| Function | $f_{0}$ | $f_{1}$ | $f_{2}$ | $f_{3}$ | $f_{4}$ | $f_{5}$ | Function | $f_{0}$ | $f_{1}$ | $f_{2}$ | $f_{3}$ | $f_{4}$ | $f_{5}$ |
| Nonlinearity | 24 | 22 | 16 | 24 | 20 | 20 | Nonlinearity | 22 | 22 | 22 | 22 | 22 | 20 |

(c) The nonlinearity of the S-box $\boldsymbol{S}_{3}$
(d) The nonlinearity of the S-box $\boldsymbol{S}_{4}$

| Function | $f_{0}$ | $f_{1}$ | $f_{2}$ | $f_{3}$ | $f_{4}$ | $f_{5}$ | Function | $f_{0}$ | $f_{1}$ | $f_{2}$ | $f_{3}$ | $f_{4}$ | $f_{5}$ |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Nonlinearity | 20 | 24 | 22 | 20 | 22 | 22 | Nonlinearity | 22 | 24 | 22 | 22 | 22 | 20 |

(e) The nonlinearity of the S-box $\boldsymbol{S}_{5}$
(f) The nonlinearity of the S-box $\boldsymbol{S}_{6}$

| Function | $f_{0}$ | $f_{1}$ | $f_{2}$ | $f_{3}$ | $f_{4}$ | $f_{5}$ | Function | $f_{0}$ | $f_{1}$ | $f_{2}$ | $f_{3}$ | $f_{4}$ | $f_{5}$ |
| :--- | :---: | :---: | :---: | :---: | :---: | :---: | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Nonlinearity | 24 | 22 | 22 | 22 | 24 | 20 | Nonlinearity | 24 | 20 | 22 | 22 | 24 | 22 |

### 5.2 Differential Cryptanalysis

Differential approximation probability (DP) analysis is used to measure the differential uniformity of the S-box. The minimum possible value of differential uniformity for $m \times n \mathrm{~S}$-box is
$\delta(S)=2^{m-n+1}$ [14]. Thus, for the 6 -bit S-box, $m=n=6, \delta_{\text {min }}=2$. The S-box having minimum differential uniformity is known as almost perfect nonlinear [15]. We have calculated the differential distribution matrix $\Lambda(S)$ of all the generated S-boxes, shown in Tables 4a-4f. As can be seen in the tables that the differential distribution table of all the 6 -bit S-boxes are consist of 4,6 and 8 except the element $\lambda_{63}$ and the S -box $S_{5}$ also contain 10. Therefore, the differential approximation probability is 0.1250 for the S-boxes $S_{1}, \ldots, S_{4}$ and $S_{6}$, however the differential probability of the S-box $S_{5}$ is 0.1563 . Overall, the differential approximation values of all S-box are approximately equal to the DP value of the AES S-box, nowadays considered as a super S-box. Accordingly, the modified DES S-boxes have enough strength against the differential cryptanalysis attack.

Table 4: DP analysis of the Proposed S-boxes

| (a) DP table of $\boldsymbol{S}_{1}$ |  |  |  |  |  |  |  | (b) DP table of $\boldsymbol{S}_{2}$ |  |  |  |  |  |  |  | (c) DP table of $\boldsymbol{S}_{3}$ |  |  |  |  |  |  |  |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| 6 | 6 | 8 | 4 | 4 | 6 | 6 | 4 | 6 | 4 | 6 | 6 | 6 | 4 | 4 | 4 | 6 | 4 | 6 | 6 | 6 | 4 |  | 4 |
| 4 | 6 | 4 | 6 | 6 | 4 | 6 | 4 | 6 | 6 | 4 | 8 | 8 | 6 | 4 | 6 | 6 | 6 | 8 | 6 | 6 | 4 | 4 | 4 |
| 4 | 6 | 4 | 6 | 6 | 4 | 6 | 6 | 6 | 6 | 8 | 6 | 6 | 4 | 6 | 6 | 4 | 4 | 6 | 4 | 4 | 4 | 6 | 6 |
| 6 | 6 | 4 | 6 | 4 | 6 | 6 | 6 | 6 | 6 | 4 | 4 | 6 | 4 | 6 | 8 | 8 | 6 | 4 | 4 | 6 | 4 | 8 | 6 |
| 6 | 6 | 6 | 8 | 4 | 4 | 6 | 4 | 6 | 4 | 6 | 6 | 4 | 4 | 4 | 6 | 4 | 6 | 4 | 4 | 8 | 6 | 4 | 8 |
| 4 | 4 | 4 | 4 | 4 | 8 | 4 | 4 | 8 | 4 | 6 | 4 | 6 | 6 | 6 | 4 | 6 | 8 | 4 | 4 | 6 | 6 | 6 | 6 |
| 8 | 8 | 6 | 6 | 6 | 6 | 8 | 6 | 4 | 6 | 4 | 6 | 6 | 4 | 4 | 8 | 6 | 6 | 4 | 4 | 4 | 4 | 6 | 4 |
| 6 | 4 | 4 | 8 | 4 | 4 | 6 | 0 | 4 | 6 | 4 | 6 | 8 | 6 | 6 | 0 | 4 | 6 | 6 | 6 | 6 | 6 | 6 | 0 |

(d) DP table of $\boldsymbol{S}_{4}$
(e) DP table of $\boldsymbol{S}_{5}$
(f) DP table of $\boldsymbol{S}_{6}$

| 4 | 6 | 6 | 8 | 6 | 4 | 6 | 6 | 6 | 6 | 6 | 4 | 4 | 6 | 4 | 6 | 6 | 6 | 6 | 6 | 6 | 6 | 6 | 6 |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| 4 | 8 | 6 | 6 | 4 | 6 | 6 | 4 | 6 | 4 | 4 | 4 | 8 | 4 | 6 | 6 | 4 | 6 | 8 | 6 | 6 | 6 | 4 | 6 |
| 6 | 8 | 6 | 4 | 6 | 4 | 6 | 4 | 4 | 6 | 4 | 4 | 4 | 4 | 6 | 6 | 8 | 4 | 4 | 6 | 4 | 4 | 4 | 8 |
| 8 | 4 | 6 | 4 | 4 | 6 | 6 | 8 | 4 | 4 | 4 | 4 | 6 | 6 | 6 | 6 | 4 | 4 | 6 | 6 | 6 | 4 | 6 | 4 |
| 6 | 6 | 8 | 6 | 4 | 8 | 4 | 4 | 4 | 4 | 8 | 4 | 6 | 4 | 8 | 6 | 6 | 4 | 6 | 4 | 6 | 6 | 6 | 4 |
| 8 | 4 | 8 | 4 | 6 | 6 | 8 | 6 | 4 | 6 | 6 | 6 | 6 | 4 | 6 | 4 | 6 | 6 | 6 | 6 | 6 | 4 | 6 | 6 |
| 6 | 8 | 6 | 6 | 6 | 4 | 6 | 8 | 4 | 4 | 6 | 4 | 4 | 4 | 8 | 4 | 4 | 6 | 4 | 4 | 4 | 4 | 6 | 4 |
| 6 | 8 | 4 | 8 | 6 | 6 | 6 | 0 | 4 | 1 | 4 | 4 | 4 | 6 | 6 | 0 | 8 | 6 | 6 | 8 | 6 | 6 | 4 | 0 |

### 5.3 Strict Avalanche Criterion

In general, an S-box is considered a lookup table of Boolean functions from $\mathbb{Z}_{2}^{m}$ to $\mathbb{Z}_{2}^{n}$ for $m \geq n$ [16]. Feistel has suggested an important criterion for the designation of cryptographic function. A Boolean function $f: \mathbb{Z}_{2}^{m} \rightarrow \mathbb{Z}_{2}^{n}$ is said to be exhibit the avalanche effect if

$$
\begin{equation*}
\sum_{u \in \mathbb{Z}_{2}^{m}} w t\left(f(u) \oplus f\left(u \oplus c_{i}^{n}\right)\right)=n 2^{m-1} . \tag{11}
\end{equation*}
$$

For all $1 \leq i \leq m$, where $c_{i}^{n}$ is a vector consist of all zeroes except at the $i_{t h}$ position. Accordingly, this definition means, that a Boolean function is said to fulfill the avalanche criterion if and only if the average half of the output bits change, whenever one changes a single bit in the output bits. This implies that if a single input bit changes, then the output bits will change with 0.5 probability. According to

Adams, C., \& Tavares, S the function of Hamming weight $2^{m-1}$ for all output, $m$-bits leads the S -box with the good avalanche. Because every vector $f_{j}$ complements the input bit $x_{b}$ according to alteration in the location from the position $f_{j_{i}}$ and $f_{j_{k}}$ for some positive integer $j$ and $k$. If the vector $f_{j}$ contains equal number ones and zeroes, then for all possible inputs with complementing the bit $x_{b}$ yields the function $y_{i}$ to be inverted $50 \%$. Therefore, for all $f_{1}, f_{2}, \ldots, f_{n}$ with the property of hamming weight $2^{m-1}$ by inverting a bit $x_{b}$ inverts on average half bits in $y_{1}, y_{2}, \ldots, y_{n}$. Since all the Boolean functions of the proposed S-boxes are complete, therefore the proposed S-boxes successfully satisfy SAC with an average probability approximately equal to 0.5 as can be seen in Tables $5 \mathrm{a}-5 \mathrm{~g}$.

Table 5: SAC Analysis of proposed S-boxes

| (a) SAC analysis of S-box $\boldsymbol{S}_{1}$ | (b) SAC analysis of S-box $\boldsymbol{S}_{2}$ |
| :--- | :--- |


| Result | Minimum | Maximum | Average | Result | Minimum | Maximum | Average |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| SAC | 0.3750 | 0.6250 | 0.5069 | SAC | 0.4063 | 0.5938 | 0.5130 |

(c) SAC analysis of S-box $\boldsymbol{S}_{3} \quad$ (d) SAC analysis of S-box $\boldsymbol{S}_{4}$

| Result | Minimum | Maximum | Average | Result | Minimum | Maximum | Average |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| SAC | 0.437500 | 0.4965277 | 0.49652 | SAC | 0.37500 | 0.4904 | 0.49045 |

(e) SAC analysis of S-box $\boldsymbol{S}_{4} \quad$ (f) SAC analysis of S-box $\boldsymbol{S}_{5}$

| Result | Minimum | Maximum | Average | Result | Minimum | Maximum | Average |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| SAC | 0.43750 | 0.49998 | 0.49913 | SAC | 0.40625 | 0.49499 | 0.49479 |

### 5.4 Linear Approximation Probability

Linear approximation probability (LP) analysis is used to investigate the maximum value of the imbalance of the scheme. Let $L_{i}$ and $L_{o}$ be the input and the output mask respectively. According to the Mastui original definition of LP. The order of equal output bits selected by the mask $L_{o}$ is equivalent to the equality of the input bits select by the mask $L_{i}$. Mathematically it can be written as follows:
$L P=\max _{L_{i}, L_{o} \neq 0}\left|\frac{\left\{i \in Z \mid i \cdot L_{i}=S(i) \cdot L_{o}\right\}}{2^{n}}-\frac{1}{2}\right|$
where the order of the set of in input value is $2^{n}$. In Tables $6 \mathrm{a}-6 \mathrm{f}$ the values of maximum linear approximation probability of the S-boxes $S_{2}, S_{3}$ and $S_{4}$ are same that is equal to 0.187500 . Similarly, the resultant linear approximation value of the S-box $S_{5}$ and $S_{6}$ are same equal to 0.2187500 . The result of $S_{1}$ is equal to 0.25000 as shown in the tables. Since the probability results of all S-box are near zero therefor all S-boxes are secure against linear cryptanalysis.

Table 6: LP analysis of proposed S-boxes

| (a). LP analysis of S-box $\boldsymbol{S}_{1}$ |  | (b). LP analysis of S-box $\boldsymbol{S}_{2}$ |  |  |  |  |  |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Result | Minimum | Maximum | Average | Result | Minimum | Maximum | Average |
| SAC | 0 | 0.25000 | 0.04765 | SAC | 0 | 0.187500 | 0.04908 |

(Continued)

Table 6: Continued

| (c). LP Analysis of S-box $\boldsymbol{S}_{3}$ |  |  | (d). LP Analysis of S-box $\boldsymbol{S}_{4}$ |  |  |  |  |
| :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- | :--- |
| Result | Minimum | Maximum | Average | Result | Minimum | Maximum | Average |
| SAC | 0 | 0.187500 | 0.04960 | SAC | 0 | 0.187500 | 0.04895 |
| (e). LP Analysis of S-box | $\boldsymbol{S}_{5}$ |  |  | (f). LP Analysis of S-box $\boldsymbol{S}_{6}$ |  |  |  |
| Result | Minimum | Maximum | Average | Result | Minimum | Maximum | Average |
| SAC | 0 | 0.218750 | 0.04882 | SAC | 0 | 0.218750 | 0.04895 |

The performance analyses demonstrate that the results of all analyses of the proposed S-boxes are quite better. According to Theorem 2, the APA transformations preserve the cryptographic properties of the S-box, so we used the APA transformation to increase the number of good quality S-boxes and robust their algebraic complexity. In the next section, we deployed the APA transformation in the Feistel network to enhanced the security of the DES algorithm.

## 6 Modified DES Algorithm

DES is a sixteen-round cryptosystem, each round is the combination of bits permutation, expansion of bits, substitution step and XOR operation. The practice of the bit permutation step is to rearrange the order of the data to aim to produce diffusion in the ciphered data. The usage of an exclusive XOR operation is to mix the round key with the plain data. The S-box is used to produce confusion in the ciphered data. In these operations the S-box is the only nonlinear component in the DES, thus the modification in any other operation of the algorithm would not make them less successful. Thus, in this study, we modified the DES algorithm by fitting a good quality 6-bit S-box in the FF and keep the other operation unchanged. The modified DES attains the following obligatory criteria.
i. Enhance the key space.
ii. Highly nonlinear output functions; the maximum distance from the linear functions.
iii. Successfully resist the linear and differential cryptanalysis.
iv. High nonlinearity is attained; degrees of the output bit functions are increased.
v. Efficient construction is easily implemented in hardware and software.

### 6.1 Generation of Key Dependent 6-Bits S-Boxes

The Key size of the modified DES is increased up to $12 n+56$-bits. The first 56 -bit of the key that is used to derive the sixteen round keys $k_{i}$. There is no change in deriving round keys. The last $12 n$-bits are divided into $2 n$ sub-blocks of 6-bits. Afterward, transforms the sub-blocks into the decimal form which is, of course, the elements of the Galois field $G F\left(2^{6}\right)$. The obtained elements are then used as parameters of APA transformation. For instance, let $a_{1}, a_{2}, \ldots, a_{2 i}$ be the obtained elements. Then the APA transformation can be written as follows:
$S(w)=\left(a_{2 i-1}\left(\ldots a_{7}\left(a_{5}\left(a_{3}\left(a_{1}\left(w^{-1}\right) \oplus a_{2}\right) \oplus a_{4}\right) \oplus a_{6}\right) \oplus a_{8} \ldots\right) \oplus a_{2 i}\right.$
where $w$ and $a_{i}$ are the elements of the Galois field $G F\left(2^{6}\right)$ having a range between 0 and 63 . Accordingly, for each different combination of $a_{i} \neq 0$, one can obtain different S-boxes of the same cryptographic properties and algebraic complexity. The purpose of the APA transformation is: First,
to increase the key space of the algorithm, increase the algebraic complexity of the S-box and generate a considerable number of key-dependent S-boxes having the same cryptographic properties. For the decryption, the same key generates the inverse of the S-box using the inverse of the transformation $S$ given in Eq. (13).

### 6.2 Modified DES Feistel Network

The Feistel network was introduced by Horst Feistel. In general, it is a transformation of a function into a permutation, which is called $F$ function. The FF is the nonlinear, reversible and keydependent mapping, that maps an input string of data into the output string of data. The Feistel network has been widely used in many block ciphers such as in DES, GOST [13], Khufu and Khafre [14], RC5 [15], FEAL [17], Blowfish [18] and LOKI [19]. In this study, the Feistel network used in the DES is of our specific interest. The Feistel network plays a vital role in the security of DES. The input string of F-function in a round $i$ is the right half output $R_{i-1}$ of round $i-1$. The detailed procedure of the modified F-function is as: the modified F-function initially uses the E expansion and expands the 32 -bit input data into 48 -bit blocks. Afterward, the F-function carries out the XORed operation and mixed the 48 -bit with the round key $K_{i}$. After the xor operation, the scheme divides the 48 -bit block into eight 6 -bit sub-blocks and substitutes each sub-block with the generated $6 \times 6$ S-box. The substitution method is: the first three most significant bits (MSB) selects the column of the S-box and the least significant three-bit (LSB) selects the row of the S-box. The output data are then again fed into eight different DES S-boxes. The detailed procedure of the modified Feistel network is demonstrated in Fig. 1.


Figure 1: Flow Chart of the Modified F-function
Example: Let $I=45$ be the input for the S-box $S_{1}$. The decimal representation of 45 is $101101_{x}$. From the decimal representation, the MSB of the input $I$ is $101_{x}=5$ indicates the fifth row of the S-box $S_{1}$, the counts of the rows start from zero to 0 . Similarly, the decimal representation of the input

LSB is again $101_{x}=5$ indicates the fifth column of the S-box $\boldsymbol{S}_{1}$, the counts of the column start from zero 0 . Thus, if the input $I$ is substitute with the S-box given in Table 1, then the output of the S-box is $S_{1}(45)=53$.

### 6.2.1 Key Compliment

The order of the key space of the DES algorithm is equal to $2^{52}$. In that keyspace, half of the keys can be obtained by complimenting bitwise the other half keys. Since the DES cipher holds the following properties.
$E(P, K)=C \quad \Rightarrow \quad \bar{C}=E(\bar{P}, \bar{K})$
This property of the DES cipher makes the brute force attack simpler. The attacker has to check half possible keys to break the DES through a brute force attack. However, the S-boxes deployed in the modified DES are key-dependent, which does satisfy the following property.
$S(P, k)=C \nRightarrow \bar{C}=S(\bar{P}, \bar{k})$
Implies that
$M E(P, K)=C \quad \Rightarrow \bar{C}=\operatorname{ME}(\bar{P}, \bar{K})$
where $M E$ denote the modified DES cipher, $K$ denote the Modified DES key, $S$ denote the substitution cipher of the scheme and $k$ signify the subblock of the keys $K$ that are used to generate the S-box $S$. Since the modified DES scheme does not hold the property given in Eq. (13). Hence, the attackers have to check all the keys in case of a brute force attack. We have examined the claim about the compliment property while using arbitrary key and plaintext on both DES and modified DES ciphers, the outcome is depicted in Table 7. From the table, it can be seen that the compliments of the DES cipher are equal to the ciphertext obtained as a result of using the key and plaintext compliment. However, the compliment of Modified DES ciphertext is not equal to the ciphertext given in the compliment row.

Table 7: Testing result

| Data | Original | Compliment |
| :--- | :--- | :--- |
| Key | $8,9,10,11,12,13,14,15$ | $247,246,245,244,243$, |
| Plaintext | $50,54,12,43,23,54,53,55$ | $242,241,240$ |
| Ciphertext (DES) | $126,248,50,203,126,186,50,103$ | $201,202,200,212,232$, |
|  |  | $129,7,205,52,129,69$, |
| Ciphertext (M DES) | $133,34,22,27,234,98,194,62$ | 205,152 |
|  |  | $29,16,66,205,192,5,56$, |

### 6.2.2 The Brute Force Attack

A brute force attack is a classical attack, that is used to check all the possible keys until the correct key is found. In this era, symmetric ciphers with 100 -bits key or less are susceptible to brute force attack. The DES algorithm uses 56-bit keys and therefore, it was proved to be insecure against brute
force attacks. The modified DES algorithm uses $12 n+56$-bits. Accordingly, for $n \geq 5$, the algorithm will be able to resist the brute force attack. Since the modified DES algorithm is almost secure against linear and differential attacks, so the algorithm will be secure for $n=1$, if all the round keys $K_{i}$ are derived independently or by another complex method.

## 7 Conclusion

The DES algorithm was proved to be insecure against brute force attack, differential and linear cryptanalysis. The reason for breaking the algorithm was the small key space and weak S-box used in the substitution part of the algorithm. In this latter, we proposed an algorithm for the construction of $6 \times 6$ S-boxes based on Galois field $G F\left(2^{6}\right)$. The S-boxes are analyzed with different analyses and we found it secure against linear and differential attacks. Thus, we improved the DES algorithm by adding the construction method in the substitution part of the algorithm and strengthened the algorithm against brute force attack, linear and differential attacks.
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