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Abstract: There has been an increase in the adoption of mobile payment
systems worldwide in the past few years. However, poor Internet connec-
tion in rural regions continues to be an obstacle to the widespread use of
such technologies. On top of that, there are significant problems with the
currently available offline wallets; for instance, the payee cannot verify the
number of coins received without access to the Internet. Additionally, it has
been demonstrated that some existing systems are susceptible to false token
generation, and some do not even permit the user to divide the offline token
into smaller portions to be used as change. This paper proposes a blockchain-
based wallet system that provides a secure mobile payment service even if
a user cannot access a reliable Internet connection. Our approach relies on
Bluetooth and digital signatures to establish and build a trust connection
between the parties. The proposed solution overcomes the main limitations of
existing systems that use offline transactions, such as the generation of fake
offline tokens and the indivisibility of offline tokens. The user buys Offline
Tokens (OTs) from a server called an Offline Token Manager (OTM) to use
them later to perform offline transactions. Each mobile device must store a
single, signed offline token transaction to prevent fake tokens. On the other
hand, all offline transactions will be kept as a history in a particular local
database. Finally, when the receiver becomes online, it will send a convert
request to the OTM to change the value of the OTs to the appropriate amount
in real coins. This step requires a connection to the Internet. To evaluate
the effectiveness of the system, the Solidity programming language was used
to develop a smart contract on the Ethereum blockchain with a backend
application programming interface (API) and an android mobile application.
The proposed method has an advantage over other prominent wallets.

Keywords: Mobile wallet; blockchain; smart contracts; digital signature

https://www.techscience.com/journal/cmc
https://www.techscience.com/
http://dx.doi.org/10.32604/cmc.2023.036691
https://www.techscience.com/doi/10.32604/cmc.2023.036691
mailto:kh.alshqeerat@qu.edu.sa


2906 CMC, 2023, vol.75, no.2

1 Introduction

Electronic payment using mobile wallets has spread widely in the last decade. However, it still
faces difficulties in areas where people suffer from poor Internet coverage [1], particularly in rural
areas and third-world countries. In addition, electronic payment methods are hard to use for day-to-
day shopping and selling because they require a stable Internet connection.

There are numerous forms of E-Payment, such as credit cards, web wallets, and mobile wallets.
These E-Payment forms need extensive personal information to complete payment transactions, which
require an effective communications network infrastructure [2]. Mobile wallets have a broader appeal
as they provide instantaneous access and have more significant potential for growth in consumers and
suppliers [3]. However, mobile payment still has limitations that prevent it from being superior to a
traditional cash payment in rural areas and third-world countries, most notably due to the lack of
communication infrastructure. Conventional cash payment is still the prevalent payment method as
it has the freedom of payment anytime and anywhere, which current mobile payment systems cannot
achieve yet in rural areas.

This problem has been discussed in other papers, and multiple workarounds have been proposed;
some suggested solutions based on the connectivity to satellite Internet, while others offered to
complete the mobile payment through a cellular connection. But these solutions are expensive or
unreliable. Others have suggested making the mobile payment when there is no connection and then
completing and registering the transaction when the connection is back. However, these solutions were
either not complete or not convincing.

The system proposed in this paper relies on blockchain technology to achieve mutability and non-
repudiation. Furthermore, it provides secure mobile payment service even in the absence of a stable
Internet connection. In such cases, the two parties to the payment will use Bluetooth for direct device
connection and exchange digital content to carry offline transactions [4].

The system supposes that the buyer should obtain Offline Tokens (OT) in advance while they are
online by contacting an Offline Token Manager (OTM). These OTs can be used to facilitate mobile
payments by establishing a Bluetooth connection between the two parties involved in the transaction.
The buyer will send the required amount of OTs to the seller, and the amount of OTs will be deducted
from the buyer by the system and added to the seller once a connection has been restored.

Blockchain with Decentralized Ledger Technology (DLT) is used for storing transactions, as this
technology’s data integrity is a crucial advantage [5]. The system’s core is a smart contract, a program
stored in the blockchain [6] and used for a decentralized application paradigm. The smart contract
will control the mobile payment process and check for completion conditions. An up-to-date list of all
participants’ public keys is kept in a local database on each user’s mobile device, and each participant in
the system has a unique pair of public and private keys. In addition, the two parties using the system
will utilize digital signatures to verify the integrity of messages [7]. More details will provide about
blockchain, smart contracts, Bluetooth, and digital signature technologies in Section 2.

The main contributions of this paper are as follows:

1. Provide a thorough introduction to the history of blockchain mobile wallet strategies for
securing Offline Transactions.

2. Allows customers to make safe, convenient mobile payments even if they can’t always connect
to the Internet. Give an idea of how the offline token division problem can be fixed.
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3. Propose Token forgery is a problem in the cryptocurrency industry. Thus, this research proposes
a method for detecting forged tokens.

The rest of this paper is organized as follows: Section 2 describes the background of this research.
Section 3 presents a review of some related works in the literature. Section 4 elaborates on the research
problem and presents the proposed method. Finally, Section 5 offers the implementation and shows
the experimental results.

2 Background

This section presents background information about the technologies used in this research, such
as Bluetooth, Blockchain, Smart Contracts, and Digital Signatures.

2.1 Bluetooth

Bluetooth technology is a short-range radio link technology that allows neighboring users to
exchange data. It is the most commonly used in proximity range for digital contact tracing apps [8].
Bluetooth provides low price, low power, ease of control, and invisible distance limitations [9]. If users
are next to each other, they can exchange digital content without accessing the Internet; they want to
use Bluetooth for that purpose. There is no license needed to use the Bluetooth operating frequency
band. When Bluetooth turns on, it searches for other devices in the proximity range and sends signals
[10]. Bluetooth is an alternative to data cables that lets nearby devices send and receive data over radio
waves. It is also designed for connecting portable or fixed electronic devices. The range can cover
approximately ten to twenty meters in length. Mainly, Bluetooth connections are used for Personal
Area Networks (PANs) [11]. Ericsson started replacing the cables connecting mobile phone accessories
with Bluetooth wireless connections in 1994 [9].

Several Bluetooth connections are used, such as point-to-point, Piconet, and ad-hoc or “scatter-
net” networks. The point-to-point connection enables two devices to connect. In contrast, the Piconet
connection forms a small personal area network consisting of a master and, at most, seven active
slaves [11]. Fig. 1 illustrates a Bluetooth Piconet Network connection in the manner of one master
device with several slave devices. Finally, an ad-hoc or scatternet network consists of two or more
Piconet networks connected using one of the bridge slaves. Fig. 2 depicts how two Piconet networks
are combined to form a new network.

Figure 1: Bluetooth piconet network
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Figure 2: Bluetooth scatternet network

2.2 Smart Contract

The blockchain is a sequence of blocks that holds an entire list of transaction records, like a
conventional public ledger. Fig. 3 illustrates an example of a blockchain structure. Each block points
to the immediately previous block via a reference, essentially a hash value of the last block called
the “parent block.” It is worth noting that uncle block hashes (the children of the block’s ancestors)
would even be stored in the blockchain. The primary block of a blockchain is named the “genesis
block,” which has no parent block [12].

Figure 3: Bluetooth scatternet network

In 2008, Satoshi Nakamoto showed the first use of blockchain by presenting a peer-to-peer cash
system with a cryptography-based distributed ledger [13–15]. This ledger contains all transactions done
by the system users [6].

Blockchains can be categorized into different types according to their consensus mechanisms,
such as public, private, and consortium. Public blockchains are open source and permit anybody to
join as a client or network individual. Private blockchains, or permissioned blockchains, are chains for
which membership approval is required to join the network [3]. A consortium blockchain is a hybrid
blockchain in which two or more organizations govern the identical blockchain. It is not a public
blockchain but rather a permissioned blockchain.

A small computer program stored on a blockchain, called a “smart contract,” introduced by Nick
Szabo, will execute a transaction under specified conditions [16]. Self-executing and transparent code
is stored in the Ethereum blockchain’s immutable ledger, which makes smart contract code impossible
to modify. Furthermore, the smart contract guarantees that transactions between parties satisfy both
parties’ needs; otherwise, the transaction will not occur.

Blockchain systems serve as the basic platform for smart contracts, which automate the execution
of software programs in a verifiable manner. One noteworthy example is Ethereum [17], the second
most popular cryptocurrency after Bitcoin, which has grown in popularity due to its sophisticated
smart contract capability [17].
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A smart contract’s life cycle begins with the parties writing the conditions of a contract on a
distributed ledger. Next, the contract waits for preset criteria to be evaluated by external factors.
Finally, the contract self-executes when criteria are met via triggers.

In a nutshell, smart contracts function as self-contained agents whose actions are predictable. As a
result, smart contracts can assist parties that do not trust each other in entering into a contract without
the assistance of a third party. Fig. 4 summarizes the essential features of smart contracts.

Figure 4: Smart contracts

2.3 Digital Signature

A digital signature is used to verify the data source and data integrity in a communication process
(e.g., an email, a credit card transaction, or a digital document). During the verification process, a
public, mutually-owned key is extracted from the signature and used to verify the signer’s identity via
the trusted certificate authority. In addition, it confirms that no changes have been made to the signed
document since signing. The signer’s public key, which is used to decrypt the signature, is also given
to the document recipient. If the recipient cannot open the document using the signer’s public key, it
indicates something wrong with the document or the signature. Finally, the signature is created with
the signer’s private key, which is always kept securely with the signer [18].

3 Literature Review

Several types of research have been presented to discuss or create electronic wallets; some of these
studies attempt to figure out the electronic wallet through offline transactions.

Authors in [19] offered a Pure Wallet architecture to use blockchain for offline transactions
successfully. The primary addition that they have made to the architecture is the introduction of a token
manager in the form of a smart contract responsible for managing offline tokens. Unfortunately, the
Pure Wallet is built in a way that makes it impossible to split tokens and notify if a token is changed.

Authors in [20] proposed the use of hardware tokens to complete bitcoin transactions using
Bluetooth technology and called it BlueWallet. They protect the private key inside the hardware
token. An Internet connection is required to connect the blockchain network to conduct transactions.
The proposed BlueWallet uses Elliptic Curve Digital Signature Algorithm (ECDSA) for transaction
verification and signing. The Bitcoin network receives the transaction if it is observed as valid by the
point of sale (POS). This process takes about 40 min to complete.
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Authors in [21] proposed a card payment system using blockchain that reduces fees and protects
the participants’ privacy, especially personal identification details within the transaction. They used a
centralized virtual ledger to control participants’ access and encrypt transaction details and remove
the need for a trusted middleman. An Internet connection is required to connect to the blockchain
network and complete transactions.

The authors in [22] proposed a solution using a satellite receiver to solve problems with poor or
nonexistent Internet connections. Unfortunately, this apparatus is cumbersome and stays put for the
most part. Instead, a GoTenna is used to establish a mobile connection within a specific range to extend
the connection established by the receiver. A device with a wallet is required to read the downloaded
information. With this strategy, connections were made to fixed places that didn’t have Internet access
before.

Authors in [23] investigated the potential blockchain technology benefits for many types of finan-
cial institutions, such as banks, and presented a method for the policy specification and verification
of financial transactions that are based on smart contracts. In [24], authors examined the similarities
and differences between cryptocurrency and fiat currency and their function within the economy. They
tried to figure out how the performance of peer-to-peer network transactions can be improved by using
cryptocurrency as an alternative to fiat currency. Finally, they discussed the benefits and drawbacks
of using cryptocurrency.

4 Proposed System

In areas with limited Internet access, mobile payments are still uncommon. Moreover, they are
encountering many difficulties in performing Internet payments due to the lack of equipment and
poor infrastructure of Internet networks. The best choice for overcoming this situation is to use
Personal Area Networks (PAN) and direct communication through mobile devices. As mentioned in
Section 3, the inability to create offline tokens and the indivisibility of offline tokens, which means they
can only be sent as a whole, are two of the most significant obstacles that stand in the way of offline
transactions. This paper presents a solution that will successfully overcome these two restrictions. As
seen in Fig. 5, the architecture of the offline transaction can be broken down into four distinct parts.
Four steps must be followed to perform offline transactions.

1. Client1 (sender) sends its real coins to the OTM in the online mode. Then, the OTM sends the
same value to client1 as OTs to be used later in the offline mode.

2. Client1 sends the OTs to client2 (receiver) using the offline mode (i.e., Bluetooth or any peer-
to-peer communication channel).

3. After the end of the offline mode, client2 sends the OTs to the OTM.

4. The OTM re-sends the value of OTs as real coins to the client2.

A preparation stage is added to the proposed system. In this stage, each client sends a connection
request to OTM to obtain an updated public key database from OTM for all network participants.
This stage would keep the database of public keys updated locally in the client’s mobile device storage.
This stage is mandatory to check the token’s transfer identity during the offline mode. Fig. 6 depicts
the preparation stage.

The proposed solution suggests four steps to achieve the offline transaction using a digital
signature with a direct network connection:

1. Requesting OTs from OTM by the sender.
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2. Requesting OTs from the sender by the receiver.

3. Offline Token Division.

4. Divided Offline Token Exchange.

Figure 5: The architecture of the whole system used for e-wallet

Figure 6: The preparation stage of the proposed system. (a) The client sends a connection request to
OTM. (b) The client stores the public key database locally on the mobile device

4.1 Requesting OTs from OTM by the Sender

The first step starts with the client, who sends a request for some OTs from the OTM. The token
manager responds to the request by transferring the requested tokens in a signed transaction using
the OTM private key as in (1) through an Internet connection. The OTM’s signed transaction must
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be stored locally on the sender’s mobile in the OT’s storage area. This transaction should be kept as
a single transaction to prevent deleting the last transaction without detecting that in the case of using
multiple transactions. The signed transaction is depicted in Fig. 7.

OTMpriv (from: OTM, to: Client1, amount: NOTs) (1)

Figure 7: (a) The client sends real coins to the OTM. (b) The client receives the signed OTs and stores
them locally on the mobile device

4.2 Requesting OTs from the Sender by the Receiver

In this stage, the receiver requests some OTs from the sender. Then the sender sends the OTs
transaction signed using the OTM private key to the receiver. After that, the receiver decrypts the
OTs transaction using the OTM public key to identify the transaction identity and prevent the OTs
fabrication as shown in Fig. 8. A peer-to-peer connection is established in this stage without an Internet
connection.

Figure 8: Requesting OTs from the sender by the receiver
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4.3 Offline Token Division

In the third stage, the receiver divides the offline tokens according to the payment amount and
sends a pull-token value request to the sender. Then, the sender sends confirmation for this request,
as depicted in Fig. 9.

Figure 9: The offline mode between the sender and the receiver

4.4 Divided Offline Token Exchange

In the fourth step, the sender and the receiver exchange the signed offline tokens transactions. The
receiver decrypts the new transaction using a private key in Eq. (2). On the other hand, the sender signs
the transaction using the private key in Eq. (3), where N is the number of OTs, which will be divided
into M1 and M2, so N = M1 + M2. Fig. 10 depicts the new transactions exchange in the fourth step.

Figure 10: The new transactions exchanged in the fourth step

As mentioned, a single signed offline token transaction must be stored in each mobile device to
prevent falsified tokens. But all offline transactions will be stored locally in a particular database as
transaction history. Fig. 11 depicts the structure of the single signed offline token transaction.

Client2priv(OTMpriv(from : OTM, to : Client1, amount : NOTs)+(from : Client2, to : Client1,

amount : M1OTs)) (2)
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Client1priv(OTMpriv(from : OTM, to : Client1, amount : NOTs)+(from : Client1, to : Client2,

amount : M2OTs)) (3)

Finally, when the receiver becomes online, it will send a convert request to the token manager
to change the value of the OTs to the appropriate amount in actual coins. At this stage, an Internet
connection is required.

Figure 11: Exchange transactions in the fourth step

4.5 System’s Key Algorithm

In this section, the algorithm is presented for the preparation stage and each of the four stages of
the proposed solution, as shown in Algorithm 1.

The sender submits a connection request to OTM. OTM accepts the connection request and
updates the public key database. The sender receives an up-to-date copy of OTM’s database and
maintains its database on its local machine. Then, the sender sends actual coins to the receiving
wallet. OTM signs the OTs transaction using its private key. When the sender receives the signed OTs
transaction, it keeps a copy. While the receiver has no Internet connection, it contacts the sender to
obtain the signed OTs. Then, the receiver decrypt the OTs transaction using the OTM public key.
The OTs are partitioned by the receiver based on the total amount of the payment. The pull OTs
value request is transmitted from the receiver to the sender. The request made by the receiver is met
with a confirmation from the sender. The new OTs transaction is decrypted by the receiver using its
private key. The sender used its private key to decrypt the new OTs transaction. The new signed OTs
transaction is sent to the recipient by the sender. In turn, the receiver transfers the new signed OTs
transaction to the sender. If the Internet connection is lost, the receiver sends signed OTs transaction
to OTM, which checks the OTs transaction and sends actual coins back to the receiver.
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5 Implementation

This section discusses the three main components that make up the system’s implementation: the
smart contract TokenManager, the mobile wallet implemented as an Android application, and the
backend API the source code of the system is available in [25]. A comprehensive mobile wallet was
developed as a mobile application to validate the suggested method. The mobile wallet connects to
the Ethereum smart contract on the Ropsten test network.

5.1 Token Manager Smart Contract

The $TokenManager$ was built component in Solidity with the help of the Ethereum Remix, and
it was then deployed on the Ropsten Ethereum test net. The smart contract contains a constructor
and three functions, referred to as $transferToClient$, $transferToOTM$, and $_transfer$. In the
constructor, the complete supply of OT will be deposited into the account of the contract owner,
who also created the contract. Two distinct transferring functions was constructed: the first one is
called $transferToClient$, and it is used to move tokens from the Token Manager to the clients. The
second function, $transferToOTM$, is used to move tokens from the clients to the Token Manager.
The final function, $_transfer$, is responsible for updating the account balances whenever tokens are
transferred.

5.2 Mobile Wallet

A straightforward mobile application is developed with Android Studio to carry out the primary
functions of a mobile wallet. This included displaying the account balances in various currencies, such
as the United States dollar and the Saudi Riyal. Another set of functions is added to mobile wallets,
including the ability to send and receive money and exchange currency amounts. The user interface of
the mobile wallet is shown in Fig. 12.

The screen in Fig. 12a is the primary screen that displays the account balances. The screen in
Fig. 12b is used to send any amount of existing currencies to another wallet address. In the third
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screen, Fig. 12c, the account address and the QR code for the amount received used to be displayed.
The interface for exchanging currencies can be found on the fourth screen, as in Fig. 12d. Finally, the
mobile wallet application menu is on the screen’s extreme right, as shown in Fig. 12e.

Figure 12: Graphical user interface of the mobile wallet application

The mobile wallet uses the Internet connection to perform the essential wallet functions, and it
uses the Bluetooth direct connection to complete the offline token exchange. In addition, the public
key database is stored as a JavaScript Object Notation (JSON) file locally on the mobile device.

As described in Section 4, a single transaction is saved locally on the mobile device in the form
of a JSON file. The JSON file is made up of an array called “transactions” that stores the history of
all transactions, a hash of the transactions array, and a signed hash that is signed with the private key
of the sender, the private key of the receiver, and the public key of the offline token manager. The
following components make up each transaction in the transaction history:

1. The moment the transaction was initially created (timestamp).

2. The tokens are sent from the address associated with the account (from).

3. The tokens are sent to the address of the account receiving them (to).

4. The amount of the sender’s account’s remaining token balance at the time of the transaction
(input).

5. The total number of tokens the receiver has drawn (output).

6. The transaction’s unique identifier or hash (hash).

7. A hash signed in 6 using the sender’s private key (sign hash using private key “from”).

8. A hash value that has been signed using the receiver’s private key (sign hash using private key
“to”).

5.3 Backend API

The backend implementation is carried out with the assistance of Node.js, which serves as an
asynchronous, event-driven JavaScript runtime. The Node.js web server is an intermediary between the
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mobile wallet application and the smart contract [26]. The primary objective of this implementation
component is to make it easier for the various parts of the system to communicate with one another.
API is implemented so that HTTP requests can be called from within the mobile application.
The backend implementation relies heavily on the package’s ethers, web3, and express as its key
components. This backend was used to link the deployed smart contract. The smart contract features
include the Application Binary Interface, often known as ABI [27].

5.4 Results Discussion

In this subsection, this paper outlines the key distinctions between numerous systems stated in
the literature and the system suggested. Offline, token divisibility, cost, mobility, and multi-offline
transactions are used in this comparison as advantageous features, whereas token tampering is used as
an unfavorable attribute. Offline refers to the absence of an Internet connection during the transaction
process. Token divisibility is the ability to divide tokens. The cost is the cost of the hardware, if
required. Multi-offline transactions are the ability to conduct multiple transactions in offline mode
with multiple peers at the same time. Finally, token tampering is the capability of modifying tokens
during the offline transaction process.

After analyzing the four solutions described in the literature and our proposed system, we have
determined that Pure Wallet is capable of offline operation, has no hardware requirements, and is
mobile but cannot prevent token tampering. BlueWallet and Card Payment support token divisibility
and are portable, but they cannot function offline and incur hardware expenses. The Hackernoon can
work offline and perform several transactions without an Internet connection, but it is not movable
and challenging to maneuver. The proposed system has the advantage over all others since it can
operate offline, allows token divisibility, requires no hardware, is mobile, can complete many offline
transactions, and prevents token tampering. The advantages of the proposed system compared to other
systems are shown in Table 1.

Table 1: Comparison of different eWallet systems

System Hardware
needed

Block
chain-
based

Offline Token
divisibility

Cost Mobility Multi
offline Tx

Token
tampering

Pure wallet
[19]

No Yes Yes No No Yes No Yes

Bluewallet
[20]

Yes Yes No Yes Low Yes No No

Card
payment
[21]

Yes Yes No Yes Low Yes No No

Hackernoon
[22]

Yes Yes Yes Yes Very high No Yes No

Proposed
system

No Yes Yes Yes No Yes Yes No



2918 CMC, 2023, vol.75, no.2

6 Conclusion

Mobile payments are still tricky to use in places with limited Internet access due to a lack of
equipment and a poor Internet network architecture.

This paper proposes an offline blockchain-based mobile wallet to provide a secure mobile payment
service. It was developed to solve the limitations of several surveyed systems, like the ability to produce
fake offline tokens and the indivisibility of offline tokens. Our system provides a secure mobile
payment service to users without access to a reliable Internet connection. It makes a suggestion for
how the divisibility of offline tokens can be resolved and makes a suggestion for a technique that can
identify fake tokens. Using Ethereum smart contract, Bluetooth, and digital signature technologies to
build the wallet.

The proposed offline transaction is divided into five steps: the sender sends the real coins to the
OTM in the online mode, then the OTM sends the same value to the sender as OTs to be used later in
the offline mode. After that, the sender sends the OTs to the receiver offline. Finally, when the offline
mode ends, the receiver sends the OTs to the OTM, which resent the value of the OTs as real coins to
the receiver.

An Android application has been implemented to verify the concept of the proposed offline wallet.
Comparisons with other systems showed that our system performed the offline transactions in a better
and more secure manner and overcame the two previously mentioned limitations of the other methods.
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